
Crystal Security Update Patch

WARNING:

While this Security Update has not been through a full QA regression test cycle, it has been thoroughly sanity 

tested and has been deemed to fix the problems reported below, but may inadvertently introduce other 

unforeseen issues.  If you have a development environment, please use it there before applying it into your 

production environment.

A security vulnerability has been identified in a Crystal Reports component that could allow an attacker to 

compromise your computer and possibly, delete files. This affects all computers with the Crystal Reports 

component (even if you are not utilizing it in any programs). Note that this component is also used in Crystal 

Enterprise implementations. It is highly recommended that you protect your computer from this specific 

vulnerability by installing this update.

For information on securing web applications using Crystal products or their Web API, refer to our best practices 

whitepaper at:

http://support.businessobjects.com/securing_cr_applications

http://www.crystaldecisions.com/contact/support.asp

