Proxy Log Analyzer

Version 1.0.51
Purpose: This tool will read the ISA proxy logs and extract useful information from it.

Requirements: This tool consists of one HTML Application file and Logparser.exe. You do not need to Setup the application. It was built to be portable from day one. You can run PLA from floppy if you like.
Items: Here is all the options that can be used:

· ISA Proxy File Name: Enter the filename here. You can use wildcards in this space. The tool will search multiple files in that case. 

· Use W3C Log format Instead of ISA Native Checkbox: Use this checkbox if the ISA log you want to analyze is in W3C format.
· All access by a Username radio button: This option will search the file for usernames and present a list of users. It will also show you how many requests were made by a particular user. You can order the list by Username or request count. 
· All access from an IP Address: This option will search the file for IP addresses making the request and present a list of IP addresses. It will also show you how many requests were made from a particular IP. If you want to see the computer names you can tick the checkbox for DNS resolution. This will try to resolve the IP address to Computer names. Please keep in mind that if DHCP is used in the environment this information may not be accurate.
· Client Browser distribution: This option will look in the header information to gather client browser information. Currently only Internet Explorer is recognized as other browsers do not have a standard way to describe themselves. This information is not 100% accurate because it can be modified by the client. It  will give you an idea of the client population.
· Client Platform distribution: This option will look in the header information to gather client platform information. Currently only some of the windows operating systems are recognized. This information is not 100% accurate as above.
· Specific keywords in URL by Username: This option will search the URL for specific keywords. The list of keywords is kept in a file called “Keywords.txt” and can be modified. This option may be useful if you intend to search for people that chat all day. The sites they enter will probably have “chat” somewhere in their name.
· Time used by Username: This option will search the entries for a given user in each minute of the given log file. So if you see 3 minutes for a given hour this means the user has requested at least one URI in each of three minutes. 
· Summary Button: This button will display consolidated access information for a specific user/IP address, browser or OS.
· Save Activity Report Button: This button will save the related log entries for the specified user/IP address, browser or OS. 
Frequently Asked Questions

Q: What is the difference between Event Count and Access Count

A: The event counts shown in the left pane indicate each and every entry in the log whereas Access count in details table shows successful connections to the web site. Event count is always equal to or higher than Access Count.

Q: In client and browser distribution some of the computers are listed in more than one category, why?

A: This is because they appear as more than one computer. Probably that IP upgrades the OS or browser during the lifespan of the log.

Q: When I search by time used on a W3C format log file the hours look wrong, why?

A: W3C uses GMT format, thats what you see in hours column.
