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Last Updated: October 2003
Abstract: This document provides instructions for installing or upgrading to Microsoft® Content Management Server (MCMS) 2002 with Service Pack 1a (SP1a) on one computer (for example, for the development environment) and on multiple computers (for the production environment). It is recommended that you read this document completely before installing MCMS 2002 with SP1a.

Note   It is not possible to install MCMS 2002 with SP1a unattended. 
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Introduction
This document provides a quick start installation guide and detailed instructions for installing or upgrading to Microsoft® Content Management Server (MCMS) 2002 with SP1a. You can use the instructions to:

· Upgrade your system from MCMS 2002 or MCMS 2002 with SP1

· View the MCMS 2002 with SP1a documentation

· Install MCMS 2002 with SP1a on a single computer

· Install MCMS 2002 with SP1a so that the components are distributed on multiple computers

· Upgrade your operating system after installing MCMS 2002 with SP1a
Note   It is recommended that you upgrade your operating system before you install any version of MCMS 2002.

The instructions in this document can be used to install the following editions of MCMS 2002 with SP1a:

· Evaluation Edition

· Developer Edition

· Standard Edition

· Enterprise Edition

For information about the differences between the MCMS 2002 with SP1a Editions, see "Editions of MCMS" in the MCMS 2002 with SP1a Help.
Quick Start Installation

This section is designed to be a quick start reference for installing Microsoft Content Management Server (MCMS) 2002 with SP1a. It is highly recommended that you refer to the installation instructions in this document for the specific settings and other details that are necessary to install MCMS 2002 with SP1a properly.

You can choose to install all of the MCMS 2002 with SP1a components on a single computer, or to install each component on different servers.

To install MCMS 2002 with SP1a

Note   Detailed instructions for the following tasks are provided in this document.

Step 1: Install prerequisite software in the order provided.

Step 2: Create Windows NT user accounts (initial and system administrators).

Step 3: Create a database and grant rights to the system administrator account.

Step 4: Create two Web sites.

Step 5: Install MCMS 2002 with SP1a.

Step 6: Configure the database with the MCMS 2002 with SP1a Database Configuration Application (DCA).

Step 7: Configure the server with the MCMS 2002 with SP1a Server Configuration Application (SCA).
Step 8: Update the maximum upload size settings in the web.config file.

The following table lists the software that must be installed before you install MCMS 2002 with SP1a components. 
	Component
	Requirement

	Content Server
	· Microsoft Windows® 2000, Professional, Server or Advanced Server with Service Pack 4 or later (download from http://go.microsoft.com/fwlink/?LinkId=20082), Windows XP, or Windows Server™ 2003
Note   On Windows 2000 Server, the Internet Information Service (IIS) component, World Wide Web Services, must be installed and enabled.

Note   MCMS 2002 with SP1a is not supported on Windows Server 2003 Web Edition or Windows Server 2003 Datacenter Edition.

Note   On Windows Server 2003, the following IIS components must be installed and enabled:

· ASP.NET

· World Wide Web Services

· ASP

· Server Side includes

· Microsoft Internet Explorer 6.0 (download from http://go.microsoft.com/fwlink/?LinkId=12037)
Microsoft SQL Server™ 2000 (any edition) 
Note   If you are installing on Windows XP, ensure you use an edition of SQL Server 2000 that will run on that platform. For information on SQL requirements, see http://go.microsoft.com/fwlink/?LinkId=16489.
· SQL Server 2000 with the latest Service Pack (SP), currently SP3a (download from http://go.microsoft.com/fwlink/?LinkId=13955)
Note   Install the following components of SQL Server:

· Server

· Management Tools

· Client Connectivity

Note   MCMS 2002 with SP1a is not supported on SQL Server 7.0.

· Windows High Security Template (Recommended) (download from http://go.microsoft.com/fwlink/?LinkId=9558)

· IIS Lockdown Tool (Recommended) (download from http://go.microsoft.com/fwlink/?LinkId=12340)
· (For development environments) Microsoft Visual Studio® .NET 2002 or Visual Studio .NET 2003
· (For production environments) Microsoft .NET Framework 1.0 with Service Pack 2 or .NET Framework 1.1 

· Download .NET Framework 1.0 from http://go.microsoft.com/fwlink/?LinkId=14505) 
· Download .NET Framework 1.0 Service Pack 2 from http://go.microsoft.com/fwlink/?LinkId=20139)
· Download .NET Framework 1.1 from http://go.microsoft.com/fwlink/?LinkId=16282
· Windows Script 5.6 (Windows 2000, XP) (download from http://go.microsoft.com/fwlink/?LinkId=20335)
· Internet Explorer WebControls v.1.0 (download from http://go.microsoft.com/fwlink/?LinkID=20542)

	Site Manager
	· Windows 2000, Professional, Server, or Advanced Server with Service Pack 4 or later, or Windows XP Professional with Service Pack 1 or later

· Internet Explorer 5.0 or later
· Microsoft .NET Framework 1.0 with Service Pack 2 or .NET Framework 1.1 

· Download .NET Framework 1.0 from http://go.microsoft.com/fwlink/?LinkId=14505) 

· Download .NET Framework 1.0 Service Pack 2 from http://go.microsoft.com/fwlink/?LinkId=20139)

· Download .NET Framework 1.1 from http://go.microsoft.com/fwlink/?LinkId=16282
· Microsoft Visual J# .NET Redistributable Package 1.0 or Microsoft Visual J# .NET Redistributable Package 1.1

· Download Microsoft Visual J# .NET Redistributable Package 1.0 from http://go.microsoft.com/fwlink/?LinkId=14506
· Download Microsoft Visual J# .NET Redistributable Package 1.1 from http://go.microsoft.com/fwlink/?LinkId=16283)
· Note   Install Visual J# .NET Redistributable Package 1.0 if you have installed .NET Framework 1.0. Install Visual J# .NET Redistributable Package 1.1 if you have installed .NET Framework 1.1. If you have a mixed case (for example, both versions of .NET Framework are installed), install Visual J# .NET Redistributable Package 1.1. 

	Site Stager
	· Windows 2000, Professional, Server, or Advanced Server, with Service Pack 4 or later, or Windows XP Professional, with Service Pack 1 or later
· .NET Framework 1.0 with Service Pack 2 or .NET Framework 1.1 

· Visual J# .NET Redistributable Package 1.0 or J# .NET Redistributable Package 1.1 


Viewing MCMS 2002 with SP1a Documentation

You can view Microsoft Content Management Server (MCMS) 2002 with SP1a Help without installing the entire product. 
MCMS 2002 with SP1a Help is available from the following locations:

· MCMS 2002 with SP1a CD (all editions)

· MCMS 2002 with SP1a upgrade (download from http://go.microsoft.com/fwlink/?LinkID=8987)
· Online (located at http://go.microsoft.com/fwlink/?LinkId=9919)

If you do install the entire product, MCMS 2002 with SP1a Help is installed with the product. If you install MCMS 2002 with SP1a components on different computers, the Help will be available as follows:

	Component
	Help

	Content Server
	Help is installed on the Content Server.

	Site Manager
	Help is installed on the Site Manager server.

	Authoring Connector
	Help is not installed with the Authoring Connector and can be accessed directly from the CD.

	Web Author
	Help is not installed with Web Author and can be accessed directly from the CD.


To view MCMS 2002 with SP1a Help

1. Start the MCMS 2002 with SP1a installer.
2. On the Microsoft Content Management Server splash screen, click Install Components.
MCMS 2002 with SP1a Help is now available for viewing. 
Note   If you have already installed the product, you can click Start, point to Programs, point to Microsoft Content Management Server, and then click MCMS Help.
Installing Authoring Connector and Sample Sites

The Authoring Connector and Sample Site information has moved to the following locations:

· To download the Authoring Connector, visit http://go.microsoft.com/fwlink/?LinkId=20021.
· To install a sample site, visit http://go.microsoft.com/fwlink/?LinkId=20020.
Upgrading From MCMS 2002 or MCMS 2002 with SP1
If your are installing Microsoft Content Management Server (MCMS) 2002 with SP1a for the first time, see the topics "Installing MCMS 2002 with SP1a in a Single Computer Development Environment" or "Installing MCMS 2002 in a Multiple Computer Production Environment" for instructions.

Important   You must upgrade all administrator clients—the Site Manager application, the Database Configuration Application (DCA), and Site Stager—to the same version of MCMS 2002 as the server. All servers in an MCMS cluster must have the same version of MCMS 2002 installed.

When you upgrade an existing MCMS 2002 or MCMS 2002 with SP1 installation, the MCMS 2002 SP1a installation application saves some of your current configuration settings before it upgrades your system. Your current configuration settings are backed up to the directory <%install_dir%>\MCMS_SP1A_UpgradeBackUp\ (for example, C:\Program Files\Microsoft Content Management Server\MCMS_SP1A_UpgradeBackUp).
The following configuration settings are stored:

· The MCMS\sitedeployment\web.config file

· IIS_NR_RO, IIS_NR, IIS_CMS, and IIS_NR_RO_ASP from the \server\ folder
· DeveloperTools.xml
Important   If you modified any of the above files or directories, you must review and reincorporate the changes you made into the MCMS 2002 with SP1a files.

After the upgrade is complete, the MCMS 2002 with SP1a installation application restores your configuration settings. If the installation application fails to restore your configuration settings, you may need to use the Database Configuration Application (DCA) and the Server Configuration Application (SCA) to reset changes that are lost. Information about the retention and restoration of your configuration settings is written to the installation log file.
The MCMS 2002 SP1a installation application only upgrades MCMS 2002 or MCMS 2002 with SP1 components that are installed on the computer at the time of the upgrade. After the upgrade is complete, if you want to add additional components, use the Add/Remove Programs application in the Control Panel.

To upgrade MCMS 2002 or MCMS 2002 with SP1 to MCMS 2002 with SP1a
3. Install all of the required software for MCMS 2002 with SP1a (see the "Single Computer Software Requirements" topic for details).
4. Download the MCMS 2002 with SP1a upgrade (download from http://go.microsoft.com/fwlink/?LinkID=8987).
5. Invoke the upgrade installation instructions and then install MCMS 2002 with SP1a, just as you would for a new installation (see "Installing MCMS 2002 with SP1a" for instructions).
Note   MCMS 2002 with SP1a has new software requirements from previous versions of MCMS 2002. See "Single Computer Software Requirements" or "Multiple Computer Software Requirements" for more information.
Installing MCMS 2002 with SP1a in a Single Computer Development Environment

If you want to evaluate Microsoft Content Management Server (MCMS) 2002 with SP1a, or if you are a developer working on an MCMS Web site, you have the option of installing all of MCMS 2002 with SP1a and Microsoft SQL Server™ on a single computer, or you can choose to install MCMS on one computer and point to a shared SQL Server database. The information and instructions in this topic explain how to install all of MCMS and SQL Server on a single computer.

This section contains:

· Single Computer Software Requirements
· Configuring Your Computer for MCMS 2002 with SP1a
· Installing MCMS 2002 with SP1a
· Configuring MCMS 2002 with SP1a
Single Computer Software Requirements

This topic lists the software requirements for installing Microsoft Content Management Server (MCMS) 2002 with SP1a on a single computer in a development environment. Only MCMS-specific installation requirements are listed. Read the documentation accompanying each product for additional requirements. Before installing any prerequisite software, it is highly recommended that you read the documentation for your operating system about how to ensure the security of your platform.
For information about software requirements for multiple computers in a production environment, see "Installing MCMS 2002 with SP1a in a Multiple Computer Production Environment."
Important   Microsoft Professional Support Services only supports platforms that follow the hardware and software requirements listed in this document. You must install the software in the prescribed order.
Note   Installing MCMS on a domain controller computer is not recommended.

This section contains:
· Operating System

· Internet Explorer 6.0
· SQL Server 2000 (Any Edition)

· SQL Server 2000 SP3

· Windows High Security Templates (Recommended)
· IIS Lockdown Tool (Recommended)
· Visual Studio® .NET 2002 or Visual Studio .NET 2003

· .NET Framework 1.0 SP2
· Windows Script 5.6

· Visual J#® .NET Redistributable Package

· Internet Explorer WebControls v.1.0

Operating System
You can install MCMS 2002 with SP1a on the following versions of Microsoft Windows®:

· Microsoft Windows 2000, Professional, Server, or Advanced Server

· Windows XP

· Windows Server™ 2003

Microsoft Windows 2000, Professional, Server, or Advanced Server
Observe the following requirements when installing Windows 2000 Server or Windows 2000 Advanced Server:
· Use only alphanumeric characters in the computer name.

· For a more secure environment, in the Windows 2000 Components page it is recommended that you clear the check box for Internet Information Services (IIS).

· In the Network Settings page, click Typical Settings.
· To run your development environment on Microsoft Windows® 2000 Server, you must install Microsoft Windows 2000 Server Service Pack 4 (SP4) or later. 
Note   It is recommended that you always check for the latest service packs and hotfixes. 

To install Windows 2000 Service Pack 4
6. Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=20082.
7. Download Windows 2000 Service Pack 4, and then follow the online installation instructions.

By default, Internet Information Services (IIS) 5.0 is not installed when you install Microsoft® Windows 2000 Server™. You must ensure that the following IIS 5.0 components, which are included with Windows 2000 Server, are installed and enabled before you install MCMS 2002 or MCMS 2002 with SP1a.
· Common Files

· Internet Information Services Snap-In

· World Wide Web Server

After you have completed installing the Windows 2000 Service Pack, enable IIS.
To enable IIS

8. Click Start, click Settings, click Control Panel, and then double-click Add/Remove Programs.
9. In the Add/Remove Programs window, click Add/Remove Windows Components, click Internet Information Services (IIS), click Details, and then make sure the check boxes next to the following components are selected:
· Common Files
· Internet Information Services Snap-In

· World Wide Web Server

Note   These are the minimum requirements for MCMS. Additional components may be required for the other prerequisite software listed.
Windows XP

Observe the following requirements when installing Windows XP:
· Install Windows XP, Service Pack 1 (SP1) or later. 

· Verify that the edition of SQL Server 2000 that you use is supported on the Windows XP platform. For information on SQL Server requirements, see http://go.microsoft.com/fwlink/?LinkId=16489.
Windows Server 2003
Observe the following recommendations when installing Windows Server 2003:
Note   MCMS 2002 with SP1a is not supported on Windows Server 2003 Web Edition or Windows Server 2003 Datacenter Edition.

By default, Internet Information Services (IIS) 6.0 is not installed when you install Windows Server 2003. You must ensure that the following IIS 6.0 components, which are included with Windows Server 2003, are installed before you install MCMS 2002 or MCMS 2002 with SP1a: 

· IIS 6.0

· ASP.NET

· ASP

· Server side includes

Important   You must use Add or Remove Programs to install the required IIS 6.0 components. If you configure the components with IIS Web Server Extensions, you must use Add/Remove Programs to remove the components and add them again.
To install Server Side includes

10. Click Start, click Control Panel, and then click Add/Remove Programs.

11. Click Add/Remove Windows Components, select Application Server, and then click Details.

12. In the Application Server dialog box, select Internet Information Services, and then click Details.

13. In the Internet Information Services dialog box, select World Wide Web Service, and then click Details.

14. In the World Wide Web Service dialog box, select the Server Side Includes box, and then click OK.

15. In the Windows Components Wizard dialog box, click Next, and then click Finish. 
Note   When you install Windows Server 2003, .NET Framework 1.1 is also installed on your computer. On a Windows Server 2003 system, you must use .NET Framework 1.1. If you install Visual Studio .NET 2002 on the same computer, both .NET Framework 1.1 and .NET Framework 1.0 will be installed on your computer. .NET Framework 1.0 will not harm a Windows Server 2003 system. However, on Windows Server 2003, MCMS 2002 with SP1a will only work with .NET Framework 1.1. 
Important   If you plan to upgrade your computer to Windows Server 2003, it is recommended that you upgrade the operating system before you install MCMS 2002 with SP1a. If you must upgrade the operating system after you install MCMS 2002 with SP1a, you must make several modifications. For information about modifying Windows Server 2003 to work with MCMS 2002 with SP1a, see the topic "Upgrading Your Operating System to Windows Server 2003."
Internet Explorer 6.0
Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=12037. Download Internet Explorer 6.0, and then follow the online installation instructions.
SQL Server 2000 (Any Edition) 
SQL Server 2000 with the latest Service Pack (SP), currently SP3a (download from http://go.microsoft.com/fwlink/?LinkId=13955)

Install the following components of SQL Server:

· Server

· Management Tools

· Client Connectivity

Note   MCMS 2002 with SP1a is not supported on SQL Server 7.0.

Observe the following when you install SQL Server: 

· If you are installing the Microsoft Content Management Server (MCMS) evaluation software you can also use the SQL Server 2000 evaluation software. 

· If you use Windows XP, be sure you use an edition of SQL Server 2000 that will run on that platform. For information on SQL Server requirements see http://go.microsoft.com/fwlink/?LinkId=16489.
· If you have SQL Server running on a LAN or WAN elsewhere in your organization, you can install the client tools instead of the server components of SQL Server 2000 on the same computer as MCMS 2002.

· On the Installation Selection page, select the Create a new instance of SQL Server, or Install Client Tools option.

· On the Installation Definition page, select the Server and Client Tools option.

· On the Setup Type page, select Custom.

· On the Select Components page, in the Sub-Components section, make sure Full-Text Search is selected.

· On the Authentication Mode page, select the authentication mode. MCMS supports both mixed mode (which is Windows authentication and SQL Server authentication) and Windows authentication mode. Mixed mode allows you to connect to an instance of SQL Server using either Windows authentication or SQL Server authentication. Windows authentication mode allows you to connect through a Windows 2000 user account.

Note   Using the SQL Server sa login, especially with the no password option selected is a known security risk and is not recommended. 

· On the Collation page accept the default settings: dictionary order, case-insensitive, for use with 1252 character set. MCMS 2002 does not support case-sensitive SQL Server instances. 
· On the Network Libraries page, verify that the Named Pipes and TCP/IP Sockets options are selected.
· After you install SQL Server, you must install the latest Service Pack, currently SP3a.
SQL Server 2000 SP3a
Do the following to install SQL Server 2000 Service Pack 3a:

· Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=13955. Download SQL Server 2000 SP3a, and then follow the online installation instructions.
Windows High Security Templates (Recommended)
Although the following security template is not required software for an MCMS installation, for security reasons it is recommended that you install it with the prerequisite software.

To install the Windows High Security Template (hisecws)

Important   The Windows High Security Template (hisecws) must be installed before you install the Microsoft .NET Framework (which is included in Microsoft Visual Studio .NET). If you apply this template after installing the .NET Framework, then the ASPNET_WP user privileges, such as access to the temp folder, will be removed.
16. Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=9558. 
17. Follow the instructions for installing the Windows High Security Template.

Note   Authentication issues exist regarding the configuration of the Windows NT® domain controller and installing the Windows High Security Template. For more information, see the following Microsoft Knowledge Base articles: 
http://go.microsoft.com/fwlink/?LinkId=9872
http://go.microsoft.com/fwlink/?LinkId=9873
IIS Lockdown Tool (Recommended)
Although the following security template is not required software for an MCMS installation, it is recommended that you install it with the prerequisite software. You use the Internet Information Services (IIS) Lockdown Tool to increase the security of your site. For more information about this tool, see http://go.microsoft.com/fwlink/?LinkId=9864. Certain versions of the tool do not contain instructions specifically for MCMS 2002, so you must install the MCMS-customized version of the tool from the MCMS CD.

To install the MCMS-customized version of the IIS Lockdown Tool

Note   You must extract the iislockd.exe file as indicated in this procedure. Do not run the executable without extracting the files first.
18. Browse to http://go.microsoft.com/fwlink/?LinkId=12340.
19. Download the file iislockd.exe and click Save to save it to your hard drive.

20. Create a new folder where you want to extract the files.

21. Point to Start and click Run.

22. In the Run box, type <path>\iislockd.exe /q /c (where <path> is the full path to where you placed the Iislockd.exe file), and then click OK.

23. In the iislockd.exe window, type (or browse) to the location of the folder that you created in step 3, and then click OK. URLScan and the Lockdown Template files are extracted to this folder.

24. Insert the MCMS CD into the CD-ROM drive.

25. Double-click the folder Support, and then double-click Iislockdown. 

26. Copy iislockd.ini and urlscan_cms.ini to the folder containing the files you extracted in step 6.

27. In the Confirm File Replace window, click Yes.

28. In the folder with the extracted files, double-click the iislockd.exe file.

29. In the Select Server Template window, select the Content Management Server template (this should be the only template available).

Follow the remaining instructions in the IIS Lockdown Wizard.

Visual Studio .NET 2002 or Visual Studio .NET 2003

Microsoft Visual Studio® .NET provides many developer tools for your use. (Visual Studio .NET is not required in a production environment.) 

Installing Visual Studio .NET will install .NET Framework on your computer, which is an additional software requirement. The version of .NET Framework installed on your computer will determine the version of the Visual J# .NET Redistributable Package that you will need to install. For information about which version of the Visual J# .NET Redistributable Package to install, see the "Visual J# .NET Redistributable Package" topic.
· Installing Visual Studio .NET 2002 installs .NET Framework 1.0 on your computer.

· Installing Visual Studio .NET 2003 installs .NET Framework 1.1 on your computer. 

· Upgrading from Visual Studio .NET 2002 to Visual Studio 2003 will result in having both .NET Framework 1.0 and .NET Framework 1.1 installed on your computer. 

· Installing Visual Studio .NET on your computer will not reinstall the .NET Framework if you already have it installed. 

Install Visual Studio .NET using the Visual Studio .NET product CD.

Note   Visual Studio .NET may require additional installation prerequisites. It is recommended that you read the Visual Studio .NET documentation.

.NET Framework 1.0 SP2

Note   Microsoft .NET Framework 1.0 is installed when you install Microsoft Visual Studio .NET 2002; therefore, if you have installed Visual Studio .NET 2002, you must install Service Pack 2 (SP2). If you installed Microsoft Visual Studio .NET 2003, or .NET Framework 1.1, you do not need to install .NET Framework 1.0 SP2.

Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=20139. Download .NET Framework 1.0 SP2, and then follow the online installation instructions.
Windows Script 5.6 

Windows Script 5.6 is required for Windows 2000 and Windows XP. Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=20335. Download Windows Script 5.6, and then follow the online installation instructions.

Visual J# .NET Redistributable Package

You must install the appropriate version of the Visual J# .NET Redistributable Package for the latest version of .NET Framework you have installed:

· If you have .NET Framework Version 1.1 installed, you must install the Visual J# .NET Redistributable Package 1.1 from http://go.microsoft.com/fwlink/?LinkId=16283. 
· If you have .NET Framework Version 1.0 installed, you must install the Visual J# .NET Redistributable Package 1.0 from http://go.microsoft.com/fwlink/?LinkId=14506.

· If you have both .NET Framework Version 1.0 and .NET Framework Version 1.0 installed, you must install the Visual J# .NET Redistributable Package for the latest version of .NET Framework installed: Visual J# .NET Redistributable Package 1.1.

Internet Explorer WebControls v.1.0

Do the following to install Internet Explorer WebControls v.1.0:

· Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkID=20542. Download Internet Explorer WebControls v.1.0, and then follow the online installation instructions.
Configuring MCMS 2002 with SP1a in a Single Computer Development Environment
If you do not have a previous version of MCMS on your computer, you must follow the steps in this section to configure your computer for MCMS 2002 with SP1a. You must complete these steps in the order presented.

If you have MCMS 2002 or MCMS 2002 SP1 installed on your computer, you must use the upgrade instructions in the "Upgrading from MCMS 2002 or MCMS 2002 with SP1" topic. 
Note   Before you install MCMS 2002, you must install the required software. For a complete list of the required software and the order of installation, see the topic "Single Computer Software Requirements."
Important   To install MCMS 2002 with SP1a, you must be a member of the Microsoft Windows NT® administrators group on the destination server.
For information about managing a site, including creating rights groups and managing user access, see "Managing Site Structure and Workflow" in MCMS 2002 with SP1a Help.
This section contains:

Enabling Windows Installer Logging

Step 1: Creating Windows NT User Accounts

Step 2: Creating the MCMS Database and Granting Rights
Step 3: Creating the Web Sites
Step 4: Installing MCMS 2002 with SP1a 

Step 5: Configuring the Database

Step 6: Configuring the Server

Step 7: Updating the Web.config File
Enabling Windows Installer Logging
It is recommended that you enable Windows Installer logging before you begin the MCMS installation process. The log file that Windows Installer creates will help you identify any installation issues and will also assist Product Support Services should you have any problems with the installation process. 

If you have never run Windows Installer on your computer, you need to set up a key to enable Windows Installer logging. You must have local administrator rights to do this.

To set up a key to enable Windows Installer logging

30. Click Start, and then click Run. 
31. In the Run dialog box, in the Open box, type regedit, and then click OK.

32. Navigate to HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Installer.

33. Right-click Installer, click New, and then click String Value.

34. In the Registry Editor window, in the Name column, type Logging, and then press ENTER. 

A new value with the name Logging is created.

35. Right-click Logging, and then click Modify.

36. In the Edit String dialog box, in the Value data box, type voicewarmup, and then click OK.

37. Close the Registry Editor window.

Note   This procedure enables Windows Installer logging for all applications that use Windows Installer. To minimize disk impact, it is recommended that you disable logging after you have installed the components. 

To disable logging, delete the value Logging that you created.

After you complete the MCMS configuration steps, you can check for the log file in the temporary folder (either type CD %TEMP% from a command prompt, or point to Start, click Run, in the Open box, type %temp%, and then click OK). The installation log files have a name format such as CMS2002SP1aSetup(timestamp).log. Find the installation log file that was created last and open it to view the contents of the file.

Step 1: Creating Windows NT User Accounts
You need the following valid Windows NT accounts on the local computer: 
· MCMS initial administrator
· MCMS system account
You can use an existing Windows NT user account for the MCMS initial administrator; however, it is recommended you create a new account for the MCMS system account.

The MCMS initial administrator sets up and manages publishing in the MCMS environment. MCMS administrators have full privileges (including the right to create, edit, and approve pages) in all MCMS 2002 with SP1a containers. This initial administrator is the first administrator created by the Database Configuration Application (DCA) when a database is created or upgraded. In the beginning, this is the only user who can log on to Microsoft Content Management Server (MCMS) 2002 with SP1a through the MCMS Site Manager. 
The MCMS system account is used to access resources such as those in Microsoft Active Directory® and SQL Server 2000. This account acts as an agent on behalf of all MCMS users when MCMS accesses a resource. The system account must have permission on all the resources that it needs to access, such as organizational units, domains, containers, groups, and users in MCMS. 

When setting up an MCMS system account, note the following: 

· The system account must have permission to view the Active Directory tree if Active Directory is in use. This is so the MCMS site administrator can display users by domain in the MCMS Site Manager when creating or modifying rights groups.
· If you have configured your SQL Server database to use Windows authentication (recommended), then the system account must have specific permissions on the Microsoft SQL Server database used by MCMS. If SQL Server authentication is used, then only the SQL Server login configuration used with MCMS requires permissions on the database. For more information about assigning permissions, see "Step 2: Creating the MCMS Database and Granting Rights."
· Do not set the Microsoft Internet Information Services (IIS) anonymous account to be the system account. This would grant anonymous permission to the MCMS database. 

Note   There is a known issue with ASP.NET, domain controllers, and local accounts. On a domain controller, all user accounts are domain accounts and are not local machine accounts. Therefore, ASP.NET fails to start because it cannot find a local account named localmachinename\ASPNET. To provide a valid user account on the domain controller, you must specify an explicit account in the <processModel> section of the Machine.config file, or you must use the system account. For more information, see the Microsoft Knowledge Base for article Q315158 at http://go.microsoft.com/fwlink/?LinkId=12910.
To create the MCMS system account
38. On the desktop, click Start, point to Programs, point to Administrative Tools, and then click Computer Management.
39. In the Computer Management window, expand Local Users and Groups, right-click Users, and then click New User.

40. In the New User dialog box, do the following:

	Use this
	To do this

	User name
	Type the name for the system account. This can be a local account. It does not have to be a domain account.

	Password
	Type the password.


41. Click Create, and then click Close.

42. If you want to create a new account for the MCMS initial administrator, repeat steps 2 and 3. 

43. Click File, and then click Exit.

Repeat the procedure to create a new account for the MCMS initial administrator.

After you have created the required Windows user accounts, proceed to "Step 2: Creating the MCMS Database and Granting Rights."
Step 2: Creating the MCMS Database and Granting Rights
After you have installed the prerequisite software and created the required Windows NT user accounts, you must create a Microsoft SQL Server database and grant rights to it. MCMS uses this database, called the Content Repository, to store content. 

The MCMS Database Configuration Application (DCA), which you will run after you install MCMS, creates the appropriate database schema for this database and populates it with the required data.

The MCMS server uses the MCMS system account credentials to read and write data to this database. 

To create the database

44. On the desktop, click Start, point to Programs, point to Microsoft SQL Server, and then click Enterprise Manager.
45. In the Console Root window, expand the Console Root and navigate to the Databases folder.

46. Right-click the Databases folder, and then click New Database.

47. In the New Database dialog box, in the Name box, type a name for the database using the following conventions:

· The database name cannot contain numbers alone. 

· The database name can contain a mixture of letters and numbers, and the underscore "_" character. 

· Do not use a Transact-SQL reserved word in the database name. SQL Server reserves both the uppercase and lowercase versions of reserved words.

48. Click OK.

49. In the SQL Server Enterprise Manager window, click Console, and then either:

· Click Exit to close SQL Server Enterprise Manager

Or
· Move to step 2 of the following procedure to grant MCMS system account rights to the database
To grant the MCMS system account rights to the database

50. On the desktop, click Start, point to Programs, point to Microsoft SQL Server, and then click Enterprise Manager.
51. In SQL Server Enterprise Manager, expand the Microsoft SQL Servers node, and then navigate to the server on which the MCMS database is located. 
52. Expand the Security node, right-click Logins, and click New Login.
53. In the New Login dialog box, in the Name section, click Browse to locate the system account user you created in "Step 1: Creating Windows User Accounts."
54. In the List Names From section, select the local computer (or the domain) where you created the system account user.
55. In the Names section, click the system account user and click Add, and then click OK.
56. In the New Login dialog box, click OK.
57. In the Logins pane, select the system account user who will have access to the database, right-click the user account, and then click Properties.
58. In the SQL Server Login Properties dialog box, on the Database Access tab, in the Permit pane, select the check box beside the MCMS database that you created. 
A list of roles appears in the Permit in Database Role pane.
59. In the Permit in Database Role pane, click db_ddladmin, db_datareader, and db_datawriter, and then click OK. 
Note   The db_ddladmin is only needed if you are using the Import function in site deployment. 

60. Click Console, and then click Exit to exit SQL Server Enterprise Manager.
You have created a local database and have granted the MCMS system account rights to that database. Proceed to "Step 3: Creating the Web Sites."
Step 3: Creating the Web Sites
You need two Web sites for MCMS 2002 with SP1a. One site is your MCMS site, and the second site serves as the entry point for the MCMS Server Configuration Application (SCA). 

A default Web site is created when you install Internet Information Services (IIS) with the common files, Internet Information Services Snap-In, and World Wide Web Server components. If you delete the default Web site, or if you choose to have MCMS run on another Web site, you must create that site before installing MCMS. It is recommended you create a separate Web site as the SCA entry point. See Windows 2000 Professional and Windows XP Professional Help for more information about creating Web sites using IIS.
Note   In Windows 2000 Professional and Windows XP Professional, you can only have one active Web site in IIS, so you will use the same site for both the MCMS site and the SCA site.

To create a new Web site

61. On the desktop, click Start, point to Programs, point to Administrative Tools, and then click Computer Management.
62. In Computer Management, expand Services and Applications, right-click Internet Information Services, point to New, and then click Web Site.

63. In the Web Site Creation Wizard, on the Welcome page, click Next.

64. On the Web Site Description page, in the Description box, type a description for the Web site (for example, SCA Entry Point).

65. On the IP Address and Port Settings page, in the TCP port this Web site should use box, type a port, and then click Next. Do not select a port already used by the IIS Default Web Site or the IIS Administrator Web Site. (For more information on ports, see Windows Help.)
66. On the Web Site Home Directory page, click Browse.

67. In the Browse for Folder dialog box, select a path where you want the home directory to reside (for example local disk (C:)), and then click OK.

Note   If this site is the entry point for the SCA, clear the box Allow anonymous access to the Web site.

68. On the Web Site Home Directory page, click Next.

69. On the Web Site Access Permissions page, accept the defaults, or select the additional permissions you want to set for the home directory, and then click Next. For more information on permissions, see the Windows documentation.
70. On the completed page, click Finish.
Repeat the procedure to create the second site. After you create the Web sites for MCMS, proceed to "Step 4: Installing MCMS 2002 with SP1a."
Step 4: Installing MCMS 2002 with SP1a
This step explains how to install MCMS 2002 with SP1a on a single computer. 
The installation process will install the following MCMS 2002 with SP1a components on your computer: 

· Content Server
· Developer tools
· Site Manager
· Site Stager
Note   Site Stager will not work with an ASP.NET-based MCMS site.
To install the MCMS components

71. Insert the Microsoft Content Management Server 2002 with SP1a CD into the CD-ROM drive, and then double-click setup.exe, or download the MCMS 2002 with SP1a upgrade from http://go.microsoft.com/fwlink/?LinkID=8987. 
72. On the Microsoft Content Management Server 2002 splash screen, click Install Components.

73. On the Customer Information page, do the following:
	Use this
	To do this

	User Name
	Type the user name for your Administrator account.

	Organization
	Type the name of your company.


74. Click Next.

75. On the License Agreement page, read the license agreement, and then click Accept. 
76. On the Installation Options page, do the following:

	Use this
	To do this

	Custom
	Select this radio button to perform a customized installation of MCMS 2002 with SP1a.

	Browse
	Click to change the installation destination directory. Browse to a new directory, and then click OK.


77. Click Next. 
78. On the Custom Installation page, confirm that all the MCMS components are selected, and then click Next. 
Note   Unless you plan to use Site Stager, you do not need to install it. 

Note   If any software applications required for an MCMS component are missing from the computer, you will not be able to select the component check box. To view missing requirements, click the component. The missing requirements appear in the Description column. Note missing requirements and then cancel the installation. Install MCMS 2002 with SP1a after you have installed all of the required software on the computer.
Note   Use the Space allocation section to verify that sufficient disk space is available.

79. On the Summary page, review the installation summary, and then click Install. 
The Installation Progress page will display the progress of the installation. When the installation is complete, the Installation Completed page will appear.
80. On the Installation Completed page, select the Launch MCMS Database Configuration Application check box to start the Database Configuration Application (DCA) automatically after the installation is complete, and then click Finish.

The DCA opens. Proceed to "Step 1: Configuring the MCMS Database."
Note   If installation fails, a dialog box will appear that provides a link to the installation log file. Carefully review the log file to determine the cause of the failure.

You have installed the MCMS components. You can check for any installation errors in the log file, located in the temporary folder (either type CD %TEMP% from a command prompt, or point to Start, click Run, in the Open box, type %temp%, and then click OK). The installation log files have a name format such as CMS2002SP1aSetup(timestamp).log. Find the installation log file that was created last and open it to view the contents of the file.

Step 5: Configuring the Database

To complete the MCMS installation and configure the MCMS database, use the Database Configuration Application (DCA). In this step, you specify the Web site for MCMS, a Web site for the Server Configuration Application (SCA), select an MCMS system account and the initial site manager account, and finally select and populate your database.

The user running the DCA must have database owner (DBO) privileges on the database. However, if you are using SQL Server authentication, then the SQL Server account you are using must have DBO privileges.
Note   It is recommended that you create the Web sites you will use for MCMS before starting this step (see "Step 3: Creating Web Sites"). 

Note   If you select the Cancel option while the DCA is running, your Internet Information Services (IIS) services will be restarted, but you must then restart the File Transfer Protocol (FTP) service manually and re-run the DCA to complete the configuration.
To manually restart the FTP service

a. Click Start, and then click Run.

b. In the Run dialog box, in the Open box, type inetmgr to load the IIS Manager, and then click OK.

c. In the Internet Information Services window, expand the node with the name of the local computer, right-click the FTP service that was not restarted, and then click Start.

d. The FTP service restarts.

e. Close the Internet Information Services window.

To configure the MCMS database 

81. On the Database Configuration Application splash screen, click Next.

Note   If you did not select the option to start the Database Configuration Application (DCA) automatically after the installation completes, and the DCA does not start automatically, click Start, point to Programs, point to Microsoft Content Management Server, and then click Database Configuration Application.
82. On the Database Configuration Application splash screen, click Next.

83. On the Choose the MCMS Content Server ASP compatibility mode page, choose the appropriate option and click Next.
	Use this
	To do this

	ASP.NET Mode (this is recommended for new sites)
	Restrict all read-only sites hosted by this MCMS server to ASP.NET-based content. Note that ASP-based content can still be accessed through any read/write site.

	Mixed Mode
	Enable MCMS to host both read-only and read/write sites hosted by the MCMS Content Server and to access ASP-based content. This option provides compatibility with MCMS 2001 sites.


84. On the Select a virtual site for hosting the Microsoft Content Management Server page, select the Web site that will be the primary Web entry point for MCMS, and do the following: 

	Use this
	To do this

	Default Web Site
	Select to use the default Web site, or a different MCMS site you created, as the primary Web entry point for MCMS.

	Read/Write Site
	Select to enable authoring on the MCMS site.


85. Click Next.

86. On the SCA Web Entry Point page, in the table, select the Web site that will be the Web entry point for the MCMS Server Configuration Application (SCA). Click Next. If a Warning dialog box appears, it means you have chosen an insecure Web site for the SCA, or one that MCMS is also installed on. If you want to proceed, click Yes; otherwise, click No and change the selection for the SCA Web site.

87. On the MCMS System Account page, do the following:

	Use this
	To do this

	User
	Type the MCMS system account user name in the form <local machine or domain>\<username>. The MCMS system account is used to read and write data to the database.

	Password
	Type the password you created for your MCMS system account.


88. Click Next.

Note   If you are prompted to grant the MCMS system account local rights, do so.

89. In the Stop service dialog box, click Yes to stop Microsoft Internet Information Services (IIS). 
90. On the Select MCMS Database page, click Select Database. 

91. In the SQL Server Login dialog box, do the following:

	Use this
	To do this

	Server
	From the drop-down list, select local.

	Options
	Click to expand the dialog box.

	Database
	From the drop-down list, select the database you created in "Step 2: Creating the Database and Granting Rights."


92. Click OK.

93. On the Select MCMS Database page, click Next.

94. In the Empty Database dialog box, click Yes to install into the empty database.

95. On the Database Population page, click Next to populate the database.

This action installs the data structure required to make the database an MCMS Content Repository (database).

When the database population operation is complete, a page appears that contains information about the database platform, login, and authentication. 

96. On the Select Initial MCMS Administrator page, do the following:

	Use this
	To do this

	NT User (Domain\User)
	Type the initial site manager (MCMS administrator) account name in the form <local machine or domain>\<username>. This account will be the only account to have access to Site Manager until additional users have been assigned rights.

	Password
	Type the password you created for your MCMS initial administrator account.


97. Click Next. 

The Committing changes page opens, the database saves the data, and then the MCMS Site Stager Access Configuration page opens.

98. On the MCMS Site Stager Access Confirmation page, do one of the following:

· Select Yes - Restrict Access to Local Server Machine if you installed Site Stager on the local computer and you do not want to access it from external clients, or if you did not install Site Stager.

· Do not select Yes - Restrict Access to Local Server Machine if you installed Site Stager on a different computer, or if you want to connect to it from external clients.

99. Click Next.

Note   If SQL Server agent is not active, the following message will appear: "SQL Server agent must be started on <computer name> (for example, SQLMCMS) in order to allow background processing to function. Do you want to start SQL Server agent now?" Start SQL Server agent.

100. In the Database Configuration Application dialog box, click Yes.
101. To optionally start the Server Configuration Application (SCA), on the Completion page, select Launch the SCA, and then click Finish.

You have completed the installation of MCMS on one computer. You can now configure the MCMS Content Server using the instructions in "Step 6: Configuring the Server." 
Note   If you encountered any issues during the configuration process, you can refer to the log file that you created in "Enabling Windows Installer Logging."
Step 6: Configuring the Server

You must configure the MCMS server so that you can assign Windows user accounts to MCMS rights groups. MCMS rights groups control the access of users to the MCMS applications and sites. You use the MCMS Server Configuration Application (SCA) to configure the MCMS server. The SCA is a utility used to configure individual or multiple servers. After a new installation, users can selectively configure, globally or on just one server, activities such as changing the MCMS 2002 with SP1a system account, adding and removing supported Windows NT domains, and adding or removing Active Directory groups as the network topology changes or grows.
For information about adding users to rights groups, see the topic "Using the Server Configuration Application" in MCMS 2002 with SP1a Help. 
Note   If you upgraded from MCMS 2002 or MCMS 2002 with SP1 to MCMS 2002 with SP1a, and you customized any configuration settings before you upgraded, you may need to reapply the customizations. 

Step 7: Updating the Web.config File

After you install MCMS 2002 with SP1a, you may want to update the MCMS\sitedeployment\web.config file to specify the time out and maximum upload size settings. 

Note   If you customized the Upg-Setup-1 file, you should back it up before updating the web.config file.

For more information about updating the web.config file, see the knowledge base article, "Troubleshoot Site Deployment Issues in Microsoft Content Management Server 2002," at http://go.microsoft.com/fwlink/?LinkId=20206.
To update the time out setting

102. On the MCMS server, open the web.config file located in <MCMS_ROOT>\Server\Mcms\Sitedeployment. 

103. In the <httpRuntime> tag, set executionTimeout to 43200 (12 hours timeout for this application).

If you plan to use the Site Manager or the client-side API to import a large .sdo file, configure the maxRequestLength setting on the MCMS server. 
To update the maximum upload size

104. On the MCMS server, open the web.config file located in <MCMS_ROOT>\Server\Mcms\Sitedeployment. 

105. In the <httpRuntime> tag, set maxRequestLength to the nearest multiple of 1024 that is greater than the size in kilobytes of the .sdo file (1024 = 1 MB, 102400 = 100 MB).

For example, if the .sdo is 3 MB, use 4096 as the value (4096 KB is greater than 3 MB, and 4096 = 4 x 1024).

Installing MCMS 2002 with SP1a in a Multiple Computer Production Environment

For your regular working environment, you need to install MCMS 2002 with SP1a in a production environment that consists of multiple computers.
For information about setting up an environment with many developers, see "Setting Up a Multi-Developer Environment" in MCMS 2002 with SP1a Help.

This section contains:

· Multiple Computer Software Requirements
· Configuring MCMS in a Multiple Computer Production Environment
Multiple Computer Software Requirements

This topic lists the software requirements for installing MCMS 2002 with SP1a on multiple computers in a production environment. Only MCMS-specific installation requirements are listed. Read the documentation accompanying each product for additional requirements. Before installing any prerequisite software, it is highly recommended that you read the documentation for your operating system about how to ensure the security of your platform.

In this section, it is assumed that each of the following MCMS 2002 with SP1a components will be installed on a separate server:

· Content Server

· Site Manager

· Site Stager
For information about how to install the software required for a single computer development environment, see the topic "Single Computer Software Requirements."
Important   Microsoft Professional Support Services supports only the platforms outlined in this document.
The following table lists the software requirements for the MCMS 2002 with SP1a components: 
	Component
	Requirement

	Content Server
	· Microsoft Windows® 2000, Professional, Server or Advanced Server with Service Pack 4 or later, Windows XP, or Windows Server™ 2003 

· Microsoft Internet Explorer 6.0 
· Microsoft SQL Server™ 2000 (any edition) with the latest Service Pack (SP), currently SP3a 
· Windows High Security Template (Recommended) 

· IIS Lockdown Tool (Recommended) 
· (For development environments) Microsoft Visual Studio® .NET 2002 or Visual Studio .NET 2003
· (For production environments) Microsoft .NET Framework 1.0 with Service Pack 2 or .NET Framework 1.1 

· Windows Script 5.6 (Windows 2000, XP) 
· Internet Explorer WebControls v.1.0

	Site Manager
	· Windows 2000, Professional, Server, or Advanced Server with Service Pack 4 or later, or Windows XP Professional with Service Pack 1 or later

· Internet Explorer 5.0 or later
· Microsoft .NET Framework 1.0 with Service Pack 2

· Microsoft Visual J# .NET Redistributable Package 1.0 or Microsoft Visual J# .NET Redistributable Package 1.1 

	Site Stager
	· Windows 2000, Professional, Server or Advanced Server with Service Pack 4 or later, or Windows XP Professional with Service Pack 1 or later
· Microsoft .NET Framework 1.0 with Service Pack 2 or .NET Framework 1.1 

· Microsoft Visual J# .NET Redistributable Package 1.0 or Microsoft Visual J# .NET Redistributable Package 1.1 


This section contains:

· Operating System

· Internet Explorer 6.0

· SQL Server 2000 (Any Edition)

· SQL Server 2000 SP3
· Windows High Security Template (Recommended)

· IIS Lockdown Tool (Recommended)

· .NET Framework 1.0 or .NET Framework 1.1
· .NET Framework 1.0 SP2
· Windows Script 5.6
· Visual J# .NET Redistributable Package

· Internet Explorer WebControls v.1.0

Operating System
You can install MCMS 2002 with SP1a on the following versions of Microsoft Windows®:

· Windows 2000, Professional, Server, or Advanced Server

· Windows XP

· Windows Server™ 2003

Windows 2000, Professional, Server, or Advanced Server
Observe the following requirements when installing Windows 2000 Server or Windows 2000 Advanced Server:
· Use only alphanumeric characters in the computer name.

· For a more secure environment, in the Windows 2000 Components page it is recommended that you clear the check box for Internet Information Services (IIS).

· In the Network Settings page, click Typical Settings.
· To run your development environment on Microsoft Windows® 2000 Server, you must install Microsoft Windows 2000 Server Service Pack 4 (SP4) or later. 

Note   It is recommended that you always check for the latest service packs and hotfixes. 

To install Windows 2000 Service Pack 4

f. Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=20082.
g. Download Windows 2000 Service Pack 4, and then follow the online installation instructions.

By default, Internet Information Services (IIS) 5.0 is not installed when you install Microsoft® Windows 2000 Server™. You must ensure that the following IIS 5.0 components, which are included with Windows 2000 Server, are installed and enabled before you install MCMS 2002 or MCMS 2002 with SP1a: 
Common Files

Internet Information Services Snap-In

World Wide Web Server

After you have completed installing the Windows 2000 Service Pack, enable IIS.
To enable IIS

106. Click Start, click Settings, click Control Panel, and then double-click Add/Remove Programs.
107. In the Add/Remove Programs window, click Add/Remove Windows Components, click Internet Information Services (IIS), click Details, and then make sure the check boxes next to the following components are selected:

· Common Files

· Internet Information Services Snap-In

· World Wide Web Server
Note   These are the minimum requirements for MCMS. Additional components may be required for the other prerequisite software listed.
Windows XP

Observe the following requirements when installing Windows XP:
· Install Windows XP Service Pack 1 (SP1) or later. 

· Verify that the edition of SQL Server 2000 that you use is supported on the Windows XP platform. For information on SQL Server requirements see http://go.microsoft.com/fwlink/?LinkId=16489.
Windows Server 2003
Observe the following recommendations when installing Windows Server 2003:
Note   MCMS 2002 with SP1a is not supported on Windows Server 2003 Web Edition or Windows Server 2003 Data Center.

By default, Internet Information Services (IIS) 6.0 is not installed when you install Windows Server 2003. You must ensure that the following IIS 6.0 components, which are included with Windows Server 2003, are installed before you install MCMS 2002 or MCMS 2002 with SP1a: 

· IIS 6.0

· ASP.NET

· ASP

· Server side includes

Important   You must use Add or Remove Programs to install the required IIS 6.0 components. If you configure the components with IIS Web Server Extensions, you must use Add or Remove Programs to remove the components and add them again.
To install Server Side includes

108. Click Start, click Control Panel, and then click Add or Remove Programs.

109. Click Add/Remove Windows Components, select Application Server, and then click Details.

110. In the Application Server dialog box, select Internet Information Services, and then click Details.

111. In the Internet Information Services dialog box, select World Wide Web Service, and then click Details.

112. In the World Wide Web Service dialog box, select the Server Side Includes box, and then click OK.

113. In the Windows Components Wizard dialog box, click Next, and then click Finish. The server side include files are now reinstalled.
Note   When you install Windows Server 2003, .NET Framework 1.1 is also installed on your computer. On a Windows Server 2003 system, you must use .NET Framework 1.1. If you install Visual Studio .NET 2002 on the same computer, both .NET Framework 1.1 and .NET Framework 1.0 will be installed on your computer. .NET Framework 1.0 will not harm a Windows Server 2003 system. However, on Windows Server 2003, MCMS 2002 with SP1a will only work with .NET Framework 1.1. 

Important   If you plan to upgrade your computer to Windows Server 2003, it is recommended that you upgrade the operating system before you install MCMS 2002 with SP1a. If you must upgrade the operating system after you install MCMS 2002 with SP1a, you must make several modifications. For information about modifying Windows Server 2003 to work with MCMS 2002 with SP1a, see the topic "Upgrading Your Operating System to Windows Server 2003."
Internet Explorer 6.0

Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=12037. Download Internet Explorer 6.0, and then follow the online installation instructions.
SQL Server 2000 (Any Edition) 
SQL Server 2000 with the latest Service Pack (SP), currently SP3a.
Install the following components of SQL Server:

· Management Tools

· Client Connectivity

Note   MCMS 2002 with SP1a is not supported on SQL Server 7.0.

Observe the following when you install SQL Server: 

· If you are installing the Microsoft Content Management Server (MCMS) trial software you can also use the SQL Server 2000 trial software. 

· If you use Windows XP, be sure you use an edition of SQL Server 2000 that will run on that platform. For information on SQL requirements see http://go.microsoft.com/fwlink/?LinkId=16489.
· If you have SQL Server running on a LAN or WAN elsewhere in your organization, you do not have to install the server components of SQL Server 2000 on the same computer as MCMS 2002.

· On the Installation Selection page, select the Create a new instance of SQL Server, or Install Client Tools option.

· If you are connecting to a different SQL Server computer, on the Installation Definition page, select the Client Tools Only option. 

· On the Select Component page, select Management Tools and Client Connectivity.

· After you install SQL Server, you must install the latest Service Pack, currently SP3a 

SQL Server 2000 SP3a

Do the following to install SQL Server 2000 Service Pack 3a:

Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=13955. Download SQL Server 2000 SP3a, and then follow the online installation instructions.
Windows High Security Template (Recommended)
Although the following security template is not required software for an MCMS installation, for security reasons it is recommended that you install it with the prerequisite software.

To install the Windows High Security Template (hisecws)

Important   The Windows High Security Template (hisecws) must be installed before you install the Microsoft .NET Framework (which is included in Microsoft Visual Studio .NET). If you apply this template after installing the .NET Framework, then the ASPNET_WP user privileges, such as access to the temp folder, will be removed.
114. Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=9558. 
115. Follow the instructions for installing the Windows High Security Template.

Note   Authentication issues exist regarding the configuration of the Windows NT® domain controller and installing the Windows High Security Template. For more information, see the following Microsoft Knowledge Base articles: 
http://go.microsoft.com/fwlink/?LinkId=9872
http://go.microsoft.com/fwlink/?LinkId=9873
IIS Lockdown Tool (Recommended)
Although the following security template is not required software for an MCMS installation, for security reasons it is recommended that you install it with the prerequisite software. You use the Internet Information Services (IIS) Lockdown Tool to increase the security of your site. For more information about this tool, see http://go.microsoft.com/fwlink/?LinkId=9864. Certain versions of the tool do not contain instructions specifically for MCMS 2002, so you must install the MCMS-customized version of the tool from the MCMS CD.

To install the MCMS-customized version of the IIS Lockdown Tool

Note   You must extract the iislockd.exe file as indicated in this procedure. Do not run the executable without extracting the files first.
116. Browse to http://go.microsoft.com/fwlink/?LinkId=12340.
117. Download the file iislockd.exe and click Save to save it to your hard drive.

118. Create a new folder where you want to extract the files.

119. Point to Start and click Run.

120. In the Run box, type <path>\iislockd.exe /q /c (where <path> is the full path to where you placed the Iislockd.exe file), and then click OK.

121. In the iislockd.exe window, type (or browse) to the location of the folder that you created in step 3, and then click OK. URLScan and the Lockdown Template files are extracted to this folder.

122. Insert the MCMS CD into the CD-ROM drive.

123. Double-click the folder Support, and then double-click Iislockdown. 

124. Copy iislockd.ini and urlscan_cms.ini to the folder containing the files you extracted in step 6.

125. In the Confirm File Replace window, click Yes.

126. In the folder with the extracted files, double-click the iislockd.exe file.

127. In the Select Server Template window, select the Content Management Server template (this should be the only template available).

Follow the remaining instructions in the IIS Lockdown Wizard.

.NET Framework 1.0 or .NET Framework 1.1
Note   The version of .NET Framework installed on your computer will determine the version of the Visual J# .NET Redistributable Package that you will need to install. For information about which version of the Visual J# .NET Redistributable Package to install, see the "Visual J# .NET Redistributable Package" topic.

Using your Web browser, navigate to one of the following:
· Microsoft .NET Framework Version 1.0. To download the .NET Framework Redistributable 1.0, go to http://go.microsoft.com/fwlink/?LinkId=14505. 

· Microsoft .NET Framework Version 1.1. To download .NET Framework Version 1.1, go to http://go.microsoft.com/fwlink/?LinkId=16282. 
Follow the online installation instructions.
.NET Framework 1.0 SP2

Note   If you have installed .NET Framework 1.0, you must install Service Pack 2 (SP2). If you installed .NET Framework 1.1, you do not need to install .NET Framework 1.0 SP2.

Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=20139. Download .NET Framework 1.0 SP2, and then follow the online installation instructions.
Windows Script 5.6 

Windows Script 5.6 is required for Windows 2000 and Windows XP. Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkId=20335. Download Windows Script 5.6, and then follow the online installation instructions.

Visual J# .NET Redistributable Package

You must install the appropriate version of the J# .NET Redistributable Package for the latest version of .NET Framework you have installed:

· If you have .NET Framework Version 1.1 installed, you must install the Visual J# .NET Redistributable Package 1.1 from http://go.microsoft.com/fwlink/?LinkId=16283. 
· If you have .NET Framework Version 1.0 installed, you must install the Visual J# .NET Redistributable Package 1.0 from http://go.microsoft.com/fwlink/?LinkId=14506.

· If you have both .NET Framework Version 1.0 and .NET Framework Version 1.0 installed, you must install the Visual J# .NET Redistributable Package 1.1.

Internet Explorer WebControls v.1.0

Do the following to install Internet Explorer WebControls v.1.0:

Using your Web browser, navigate to http://go.microsoft.com/fwlink/?LinkID=20542. Download Internet Explorer WebControls v.1.0, and then follow the online installation instructions.
Configuring MCMS 2002 with SP1a in a Multiple Computer Production Environment
You install MCMS 2002 with SP1a on multiple computers in a production or testing environment. The steps must be completed in the order in which they are listed. Do the following before you install MCMS 2002 with SP1a.

· Ensure that the account you use to log on to Microsoft Windows 2000 is a member of the Administrators group on the installation computer. 

· Ensure there are at least two IIS sites available, one for MCMS 2002 with SP1a and another for the Server Configuration Application (SCA).
· Before you install MCMS 2002 with SP1a, you must first have installed Microsoft SQL Server 2000 and several other applications. For a complete list of the required software and the order of installation, see the previous table.
For information about managing a site, including creating rights groups and managing user access, see "Managing Site Structure and Workflow" in MCMS 2002 with SP1a Help. 

This section contains:

· Enabling Windows Installer Logging

· Step 1: Creating Windows NT User Accounts

· Step 2: Creating the MCMS Database and Granting Rights 
· Step 3: Creating the Web Sites
· Step 4: Installing Content Server

· Step 5: Configuring the MCMS Database in a Multiple Computer Setup

· Step 6: Configuring the Server 
· Step 7: Installing Site Manager

Enabling Windows Installer Logging
It is recommended that you enable Windows Installer logging before you begin the MCMS installation process. The log file that Windows Installer creates will help you identify any installation issues and will also assist Product Support Services should you have any problems with the installation process. 

After you complete the MCMS configuration steps, you can check for the log file in the temporary folder (either type CD %TEMP% from a command prompt, or point to Start, click Run, in the Open box, type %temp%, and then click OK). The installation log files have a name format such as MSIc57af.LOG. Find the installation log file that was created last and open it to view the contents of the file.

If you have never run Windows Installer on your computer, you need to set up a key to enable Windows Installer logging. You must have local administrator rights to do this.

To set up a key to enable Windows Installer logging

128. Click Start, and then click Run. 
129. In the Run dialog box, in the Open box, type regedit, and then click OK.

130. Navigate to HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Installer.

131. Right-click Installer, click New, and then click String Value.

132. In the Registry Editor window, in the Name column, type Logging, and then press ENTER. 

A new value with the name Logging is created.

133. Right-click Logging, and then click Modify.

134. In the Edit String dialog box, in the Value data box, type voicewarmup, and then click OK.

135. Close the Registry Editor window.

Note   This procedure enables Windows Installer logging for all modules. To minimize disk impact, it is recommended that you disable logging after you have installed the components. 

To disable logging, delete the value Logging that you created.
Step 1: Creating Windows NT User Accounts
You need two valid Windows NT accounts on the local computer: the MCMS initial administrator and the MCMS system account.

You can use an existing Windows NT user account for the MCMS initial administrator; however, it is recommended you create a new account for the MCMS system account.

· MCMS initial administrator

The MCMS administrator sets up and manages publishing in the MCMS environment. MCMS administrators have full privileges (including the right to create, edit, and approve pages) in all MCMS 2002 with SP1a containers. This initial administrator is the first administrator created by the Database Configuration Application (DCA) when a database is created or upgraded. In the beginning, this is the only user who can log on to Microsoft Content Management Server (MCMS) 2002 with SP1a through the MCMS Site Manager. 

· MCMS system account

The MCMS system account is used to access resources such as those in Microsoft Active Directory® and SQL Server 2000. This account acts as an agent on behalf of all MCMS users when the MCMS content server accesses a resource. The system account must have permission on all the resources it needs to access, such as organizational units, domains, containers, groups, and users in MCMS. 

When setting up a system account, note the following: 

· The system account must have permission to view the Active Directory tree if Active Directory is in use. This is so that the MCMS site administrator can display users by domain in the Site Manager when creating or modifying rights groups.
· If you have configured your SQL Server database to use Windows authentication (recommended), then the system account must have specific permissions on the Microsoft SQL Server database used by MCMS. If SQL Server authentication is used, then only the SQL Server login configuration used with MCMS requires permissions on the database, and will be used for all MCMS database transactions. For more information about assigning permissions, see the topic "Step 2: Creating the MCMS Database and Granting Rights."
· Do not set the Microsoft Internet Information Services (IIS) anonymous account to be the system account. This would grant anonymous permission to the MCMS database. 

Note   There is a known issue with ASP.NET, domain controllers, and local accounts. On a domain controller all user accounts are domain accounts and are not local computer accounts. Therefore, ASP.NET fails to start because it cannot find a local account named localmachinename\ASPNET. To provide a valid user account on the domain controller, you must specify an explicit account in the <processModel> section of the Machine.config file, or you must use the system account. For more information, see the Microsoft Knowledge Base for article Q315158 at http://go.microsoft.com/fwlink/?LinkId=12910.
To create the MCMS system account

136. On the Windows NT domain controller computer, click Start, point to Programs, point to Administrative Tools, and then click Computer Management.
137. In the Computer Management window, expand Local Users and Groups, right-click Users, and then click New User.

138. In the New User dialog box, do the following:

	Use this
	To do this

	User name
	Type the name for the system account. This can be a local account. It does not have to be a domain account. 

	Password
	Type the password.


139. Click Create, and then click Close.

140. If you want to create a new account for the MCMS initial administrator, repeat steps 2 -4. 

141. Close the Computer Management window.

Repeat the procedure to create a new account for the MCMS initial administrator.

After you have created the required Windows user accounts, proceed to "Step 2: Creating the MCMS Database and Granting Rights."
Step 2: Creating the MCMS Database and Granting Rights
After you have installed the prerequisite software, the first step in installing MCMS 2002 with SP1a is to create a Microsoft SQL Server database and grant rights to it. The database is the Content Repository that MCMS uses to store content. MCMS creates the appropriate database schema and populates it with the required data during the installation process.

The MCMS Content Server uses the MCMS system account credentials to read and write data to the database. 

Note   The db_ddladmin is only needed if you are using the import function in site deployment. 
To create the database

142. On the desktop, click Start, point to Programs, point to Microsoft SQL Server, and then click Enterprise Manager.
143. In the Console Root window, expand the Console Root and navigate to the Databases folder.

144. Right-click the Databases folder, and then click New Database.

145. In the New Database dialog box, in the Name box, type a name for the database using the following conventions:

· The database name cannot contain numbers alone. 

· The database name can contain a mixture of letters and numbers, and the underscore "_" character. 

· Do not use a Transact-SQL reserved word in the database name. SQL Server reserves both the uppercase and lowercase versions of reserved words.

146. Click OK.

147. In the SQL Server Enterprise Manager window, click Console, and then either:

· Click Exit to close SQL Server Enterprise Manager

Or

· Move to step 2 of the following procedure to grant MCMS system account rights to the database

To grant the MCMS system account rights to the database

148. On the MCMS Server computer, click Start, point to Programs, point to Microsoft SQL Server, and then click Enterprise Manager.
149. In SQL Server Enterprise Manager, expand the Microsoft SQL Servers node, and then navigate to the server on which the MCMS database that you created in the development phase is located. 
150. Expand the Security node, and then click Logins.
151. In the New Login dialog box, in the Name section, click Browse to locate the system account user you created in "Step 1: Creating Windows User Accounts."
152. In the List Names From section, select the domain where you created the system account user.
153. In the Names section, click the system account user and click Add, and then click OK.
154. In the New Login dialog box, click OK.
155. In the Logins pane select the system account user who will have access to the database, right-click the user account, and then click Properties.
156. In the SQL Server Login Properties dialog box, on the Database Access tab, in the Permit pane, select the check box beside the MCMS database that you created. 
A list of roles appears in the Permit in Database Role pane.
157. In the Permit in Database Role pane, click db_datareader, db_datawriter, and db_ddladmin, and then click OK. 
158. Click Console, and then click Exit to exit SQL Server Enterprise Manager.
You have created the database that MCMS will use as the Content Repository and have granted the MCMS system account rights to that database. Proceed to "Step 3: Creating the Web Sites."
Step 3: Creating the Web Sites
You need two Web sites for MCMS. You need one site for MCMS and another site to serve as the entry point for the MCMS Server Configuration Application (SCA). 

When you install Internet Information Services (IIS) with the common files, Internet Information Services Snap-In, and World Wide Web Server components, a default Web site is created. If you delete the default Web site or if you choose to have MCMS run on another Web site then you must create a site before installing MCMS. It is recommended you create a separate Web site as the SCA entry point. 

Note   See the documentation for your operating system for more information about creating Web sites using Internet Information Services.

To create a new Web site

159. On the desktop, click Start, point to Programs, point to Administrative Tools, and then click Computer Management.
160. In Computer Management, expand Services and Applications, right-click Internet Information Services, point to New, and then click Web Site.

161. In the Web Site Creation Wizard, on the Welcome page, click Next.

162. On the Web Site Description page, in the Description box, type a description for the Web site (for example, SCA Entry Point).

163. On the IP Address and Port Settings page, in the TCP port this Web site should use box, type a port, and then click Next. Do not select a port already used by the IIS Default Web Site or the IIS Administrator Web Site. (For more information about ports, see the Windows Help.)
164. On the Web Site Home Directory page, click Browse.

165. In the Browse for Folder dialog box, select a path where you want the home directory to reside (for example local disk (C:)), and then click OK.

Note   If this site is the entry point for the SCA, deselect the box Allow anonymous access to the Web site.

166. On the Web Site Home Directory page, click Next.

167. On the Web Site Access Permissions page, accept the defaults or select the additional permissions you want to set for the home directory, and then click Next. For more information on permissions, see the Windows documentation.
168. On the completed page, click Finish.

You have now created a Web site for MCMS. Proceed to "Step 4: Installing Content Server."
Step 4: Installing Content Server

You install Microsoft Content Management Server (MCMS) Content Server on your public Web server and your authoring Web server. The Content Server is the MCMS processing engine that receives incoming page requests, and then dynamically assembles the corresponding Web pages from its components in the Content Repository (database) and the file system. 

To contribute content through the MCMS Web Author, you need only the hardware and software required to support Microsoft Internet Explorer 5.5 or later.

For information about the software requirements for the Content Server, see the topic "Multiple Computer Software Requirements."
To install Content Server

169. Insert the Microsoft Content Management Server 2002 SP1a CD into the CD-ROM drive, or download the MCMS 2002 with SP1a upgrade from http://go.microsoft.com/fwlink/?LinkID=8987, and then double-click setup.exe. 
170. On the Microsoft Content Management Server 2002 splash screen, click Install Components.

171. On the Customer Information page, do the following:
	Use this
	To do this

	User Name
	Type the user name for your Administrator account.

	Organization
	Type the name of your company.


172. Click Next.

173. On the License Agreement page, read the license agreement, and then click Accept. 

174. On the Installation Options page, do the following:

	Use this
	To do this

	Custom
	Select this radio button to perform a customized installation of MCMS 2002 with SP1a.

	Browse
	Click to change the installation destination directory. Browse to a new directory, and then click OK.


175. Click Next. 

176. On the Custom Installation page, clear all selections except CMS Server, and then click Next. 

Note   If any software applications required for the MCMS Content Server are missing from the computer, you will not be able to select the CMS Server check box. To view missing requirements, click CMS Server. The missing requirements appear in the Description column. Note missing requirements and then cancel the installation. Install the MCMS Content Server after you have installed all of the required software on the computer.
Note   Use the Space allocations section to verify that sufficient disk space is available.

177. On the Summary page, review the installation summary, and then click Install. 
The Installation Progress page will display the progress of the installation. When the installation is complete, the Installation Completed page will appear.
178. On the Installation Completed page, select the Launch MCMS Database Configuration Application check box to start the Database Configuration Application (DCA) automatically after the installation is complete, and then click Finish.

The DCA opens. Proceed to "Step 5: Configuring the MCMS Database in a Multiple Computer Setup."
You have installed the MCMS Content Server. The installation log file is saved in <InstallDrive>:\Documents and Settings\<account>\Local Settings\Temp, which is the default location.

Step 5: Configuring the MCMS Database in a Multiple Computer Setup

In this step, you select and populate your database, select a Microsoft Content Management Server (MCMS) system account and the initial site manager account, and specify the virtual Web site for MCMS.

The user running the Database Configuration Application (DCA) must have database owner (DBO) privileges on the database.

Note   If you select the Cancel option while the DCA is running, your Internet Information Services (IIS) services will be restarted, but you must then restart the File Transfer Protocol (FTP) service manually and re-run the DCA to complete the configuration.
To manually restart the FTP service
h. Click Start, and then click Run.

i. In the Run dialog box, in the Open box, type inetmgr to load the IIS Manager, and then click OK.

j. In the Internet Information Services window, expand the node with the name of the local computer, right-click the FTP service that was not restarted, and then click Start.

k. The FTP service restarts.

l. Close the Internet Information Services window.

To configure the MCMS database

179. On the Database Configuration Application splash screen, click Next.

Note   If you did not select the option to start the Database Configuration Application (DCA) automatically after the installation completes, and the DCA does start automatically, click Start, point to Programs, point to Microsoft Content Management Server, and then click Database Configuration Application.
180. On the Choose the MCMS Content Server ASP compatibility mode page, choose the appropriate option and then click Next.
	Use this
	To do this

	ASP.NET Mode (this is recommended for new sites)
	Restrict all read-only sites hosted by this MCMS server to ASP.NET-based content. However, ASP-based content can still be accessed through any read/write site.

	Mixed Mode
	Enable MCMS to host both read-only and read/write sites hosted by the MCMS Content Server and to access ASP-based content. This option provides compatibility with MCMS 2001 sites.


181. On the Select a virtual site page, select the Web site that will be the primary Web entry point for MCMS, and then do the following:

	Use this
	To do this

	Read-Only Site
	Enable the selected MCMS site to serve MCMS pages. No changes to content will be allowed through this site.

	Read/Write Site
	Enable the selected MCMS site to be used for all MCMS purposes, including development, authoring, managing, and deploying.


182. Click Next.

183. On the SCA Web Entry Point page, in the table that is shown, select the Web site that will be the Web entry point for MCMS, and then click Next. If a Warning dialog box appears it means you have chosen an insecure Web site for the SCA, or one that MCMS is also installed on. If you want to proceed, click Yes; otherwise, click No and change the selection for the SCA Web site.

184. On the MCMS System Account page, do the following:

	Use this
	To do this

	User Name


	Type the MCMS system account user name in the form <local machine or domain>\<username>. The MCMS system account is used to read and write data to the database.

	Password
	Type the password you created for your MCMS system account.


185. Click Next.

186. In the Stop service dialog box, click Yes to stop IIS. 

A message appears confirming IIS is stopped.

187. On the Select MCMS Database page, click Select Database. 

188. In the SQL Server Login dialog box, in the Server box, type your server name or select a server name from the drop-down list, and then click Options. 

189. In the Options dialog box, in the Database box, from the drop-down database list, select the database you created in the development phase of the installation, and then click OK.

190. On the Select MCMS Database page, click Next.

191. In the Empty Database dialog box, click Yes to install into the empty database.

192. On the Database Population page, click Next to populate the database. 

This action installs the data structure required to make the database an MCMS Content Repository. 

193. On the Select Initial MCMS Administrator page, do the following:

	Use this
	To do this

	User Name


	Type the initial site manager (MCMS administrator) account name in the form <local machine or domain>\<username>. This account will be the only account to have access to Site Manager until additional users have been assigned rights.

	Password
	Type the password you created for your MCMS initial administrator account.


194. Click Next.

The database saves the data and the MCMS Site Stager Access Configuration page opens.

195. On the MCMS Site Stager Access Confirmation page, do one of the following:

· Select Yes - Restrict Access to Local Server Machine if you installed Site Stager on the local computer and you do not want to access it from external clients, or if you did not install Site Stager.

· Do not select Yes - Restrict Access to Local Server Machine if you installed Site Stager on a different computer, or if you want to connect to it from external clients.

196. Click Next.

Note   If SQL Server agent is not active, the following message will appear: "SQL Server agent must be started on <computer name> (for example, SQLMCMS) in order to allow background processing to function. Do you want to start SQL Server agent now?" Start SQL Server agent.

197. In the Database Configuration Application dialog box, click Yes.

198. To optionally start the Server Configuration Application (SCA), select Launch the SCA, and then click Finish.

You have installed configured the database. Proceed to "Step 7: Installing Site Manager."
Note   If you encountered any issues during the configuration process, you can refer to the log file that you created in "Enabling Windows Installer Logging."
Now you have configured the MCMS database. Proceed to "Step 6: Installing Site Manager."
Step 6: Configuring the Server

You must configure the MCMS server so that you can assign Windows user accounts to MCMS rights groups. MCMS rights groups control the access of users to the MCMS applications and sites. You use the MCMS Server Configuration Application (SCA) to configure the MCMS server. The SCA is a utility used to configure individual or multiple servers. After a new installation, users can selectively configure, globally or on just one server, activities such as changing the MCMS 2002 with SP1a system account, adding and removing supported Windows NT domains, and adding or removing Active Directory groups as the network topology changes or grows.
For information about adding users to rights groups, see the topic "Using the Server Configuration Application" in MCMS 2002 with SP1a Help. 

Note   If you upgraded from MCMS 2002 or MCMS 2002 with SP1 to MCMS 2002 with SP1a, and you customized any configuration settings before you upgraded, you may need to reapply the customizations. 

Step 7: Installing Site Manager

You can install MCMS Site Manager on either a server or a client computer. Site Manager can be installed on multiple computers in your distributed network and can be installed on Windows 2000 Server, Advanced Server, or Windows XP Professional with Service Pack 1 or later.

For information about software requirements for the Site Manager, see the topic "Multiple Computer Software Requirements."
To install Site Manager

199. Insert the Microsoft Content Management Server 2002 SP1a CD into the CD-ROM drive, or download the MCMS 2002 with SP1a upgrade from http://go.microsoft.com/fwlink/?LinkID=8987, and then double-click setup.exe. 
200. On the Microsoft Content Management Server 2002 splash screen, click Install Components.

201. On the Customer Information page, do the following:
	Use this
	To do this

	User Name
	Type the user name for your Administrator account.

	Organization
	Type the name of your company.


202. Click Next.

203. On the License Agreement page, read the license agreement, and then click Accept. 

204. On the Installation Options page, do the following:

	Use this
	To do this

	Custom
	Select this radio button to perform a customized installation of MCMS 2002 with SP1a.

	Browse
	Click to change the installation destination directory. Browse to a new directory, and then click OK.


205. Click Next. 

206. On the Custom Installation page, clear all selections except Site Manager, and then click Next. 

Note   If any software applications required for the Site Manager application are missing from the computer, you will not be able to select the Site Manager check box. To view missing requirements, click Site Manager. The missing requirements appear in the Description column. Note missing requirements and then cancel the installation. Install the MCMS Site Manager after you have installed all of the required software on the computer.
Note   Use the Space allocation section to verify that sufficient disk space is available.

207. On the Summary page, review the installation summary, and then click Install. 

The Installation Progress page will display the progress of the installation. When the installation is complete, the Installation Completed page will appear.
208. On the Installation Completed page, click Finish.

You have installed the Site Manager. The installation log file is saved in <InstallDrive>:\Documents and Settings\<account>\Local Settings\Temp, which is the default location.

Installing Site Stager

Important   Site Stager works with the ASP-based sites and not with ASP.NET-based sites.
MCMS Site Stager is a stand-alone application that enables you to convert dynamic, database-driven MCMS sites to static, file-based (.htm and .asp) sites. The source computer contains the portion of the site that you stage. The destination computer contains the staged site.

The recommended configuration for installing Site Stager is to install on the destination computer. Site Stager pulls the portion of the site being staged to the destination computer.

Note   You can only use Site Stager to stage MCMS sites.

For information about the software requirements for Site Stager, see the topic "Multiple Computer Software Requirements."
Note   When you determine the hardware to use for the Site Stager server, you will need to consider how much disk space will be required for the site when it is staged.
To install Site Stager

209. Insert the Microsoft Content Management Server 2002 SP1a CD into the CD-ROM drive, or download the MCMS 2002 with SP1a upgrade from http://go.microsoft.com/fwlink/?LinkID=8987, and then double-click setup.exe. 
210. On the Microsoft Content Management Server 2002 splash screen, click Install Components.

211. On the Customer Information page, do the following:
	Use this
	To do this

	User Name
	Type the user name for your Administrator account.

	Organization
	Type the name of your company.


212. Click Next.

213. On the License Agreement page, read the license agreement, and then click Accept. 

214. On the Installation Options page, do the following:

	Use this
	To do this

	Custom
	Select this radio button to perform a customized installation of MCMS 2002 with SP1a.

	Browse
	Click to change the installation destination directory. Browse to a new directory, and then click OK.


215. Click Next. 

216. On the Custom Installation page, clear all selections except Site Stager, and then click Next. 

Note   If any software applications required for the Site Stager are missing from the computer, you will not be able to select the Site Stager check box. To view missing requirements, click Site Stager. The missing requirements appear in the Description column. Note missing requirements and then cancel the installation. Install the Site Stager after you have installed all of the required software on the computer.
Note   Use the Space allocations section to verify that sufficient disk space is available.

217. On the Summary page, review the installation summary, and then click Install. 

The Installation Progress page will display the progress of the installation. When the installation is complete, the Installation Completed page will appear.
218. On the Installation Completed page, click Finish.

You have completed the installation of Site Stager.

Uninstalling MCMS 2002 with SP1a
Use the following procedure to uninstall MCMS 2002 with SP1a.

To uninstall MCMS 2002 with SP1a
219. Click Start, point to Settings, and then click Control Panel.
220. In the Control Panel window, double-click Add/Remove Programs.

221. From the list of currently installed programs, select MCMS 2002 with SP1a, and then click Change/Remove. 

222. In the Windows Installer window that asks for confirmation of the remove action, click Yes to confirm the removal of all of the MCMS 2002 with SP1a components. 

MCMS with SP1a uninstalls without any further user action. 
Note   If you upgraded from MCMS 2002 or MCMS 2002 with SP1 to MCMS 2002 with SP1a, when you remove MCMS 2002 with SP1a, all MCMS components will be removed. Your system will not revert to a previously installed version of MCMS.

Important   When you uninstall the core components, files are removed. Any MCMS files that were directly modified will also be removed. However, if you have added new files to MCMS directories, for example, customized ASP files in the IIS_CMS folder, they will not be removed during the uninstall, but you will lose any virtual mappings that are inherited from MCMS. Also, any changes that you made to the database will not be uninstalled.

MCMS with SP1a is uninstalled.
Upgrading Your Operating System to Windows Server 2003

It is recommended that you uninstall MCMS 2002 before upgrading your operating system to Windows Server 2003. After you install Windows Server 2003, you can install MCMS 2002 with SP1a. For instructions on installing MCMS 2002 with SP1a, see the topic "Installing MCMS 2002 with SP1a in a Single Computer Development Environment" or "Installing MCMS 2002 with SP1a in a Multiple Computer Production Environment."
However, if you decide to upgrade to Windows Server 2003 without uninstalling MCMS, you will need to do the following for MCMS 2002 with SP1a to function properly:

· Step 1: Restart the WWW Publishing Service

· Step 2: Reinstall Server Side Includes

· Step 3: Set the Maximum Size for Uploaded Resources

· Step 4: Set the Maximum Size for Site Deployment

· Step 5: Reconfigure MCMS 2002 with SP1a for Windows Server 2003
· Step 6: Set the Mime Type for Site Deployment Export
Step 1: Restarting the WWW Publishing Service

After you upgrade your computer to Windows Server 2003, the World Wide Web (WWW) publishing service may become disabled. This prevents the Site Manager and the Server Configuration Application (SCA) from operating. You must restart this service to use these components.

To restart the WWW Publishing Service

223. Click Start, click Control Panel, click Administrative Tools, and then click Services.
224. Right-click World Wide Web Publishing Service, and then click Properties.

225. On the General tab, in Startup type, select Automatic from the drop-down list, and then click OK.

226. On the Services window, look in the Status column beside World Wide Web Publishing Service. If it is blank, right-click World Wide Web Publishing Service, and then click Start.
Step 2: Reinstalling IIS Server Side Includes

After you upgrade to Windows Server 2003, the SP1 installation cannot detect if server side includes are properly installed. To ensure that they are installed correctly, you must uninstall and reinstall them.

To uninstall Server Side includes

227. Click Start, click Control Panel, and then click Add or Remove Programs.

228. Click Add/Remove Windows Components, select Application Server, and then click Details.

229. In the Application Server dialog box, select Internet Information Services, and then click Details.

230. In the Internet Information Services dialog box, select World Wide Web Service, and then click Details.

231. In the World Wide Web Service dialog box, clear the Server Side Includes check box, and then click OK. Click OK to close each open dialog box.

232. In the Windows Components Wizard dialog box, click Next, and then click Finish. 

To reinstall Server Side includes

233. Click Start, click Control Panel, and then click Add or Remove Programs.

234. Click Add/Remove Windows Components, select Application Server, and then click Details.

235. In the Application Server dialog box, select Internet Information Services, and then click Details.

236. In the Internet Information Services dialog box, select World Wide Web Service, and then click Details.

237. In the World Wide Web Service dialog box, select the Server Side Includes box, and then click OK.

238. In the Windows Components Wizard dialog box, click Next, and then click Finish. The server side includes files are now reinstalled.
Step 3: Setting the Maximum Size for Uploaded Resources

In Windows Server 2003, the maximum amount of data for resource uploading is now configurable within IIS, but the default limit is too low for MCMS resources. The following procedure sets the limit to approximately 50 megabytes (MB) for MCMS resources.

Note   You must follow this procedure for every Web site that is configured as an MCMS Web entry point. 
To increase the allowed resource size

239. Click Start, click Control Panel, click Administrative Tools, and then click Computer Management.
240. Under the Services and Applications node, select Internet Information Services Manager. 

241. Right-click Internet Information Services Manager, select All Tasks, then click Restart IIS.

242. In the Stop/Start/Restart dialog box, select Stop Internet Services on <computer name>, and then click OK.

243. Right-click Start, and then click Explore. Browse to %Windir%\system32\inetsrv\.
244. Right-click metabase.xml, and then click Edit.

245. You must locate the IIS InstanceID for the MCMS Web site. You do this by searching for the ServerBindings and the SecureBindings strings. See the following table for information on how to locate the InstanceID based on how the ServerBindings or SecureBindings string is formatted.

	Format
	Location of the IIS InstanceID

	ServerBindings=
"IP:Port:HostHeader"
and
SecureBindings=
"IP:Port:HostHeader"
	In the metabase.xml file, search for the ServerBindings or SecureBindings strings. If the string appears as ServerBindings=IP:Port:HostHeader or SecureBindings=IP:Port:HostHeader, and the IP:Port:HostHeader matches the Web site IP, the port, and HostHeader that is entered in the SCA, then the IIS InstanceID for the Web site is in the location property of the <IIsWebServer ...> tag, which is in the form /LM/W3SVC/xxx. For example:

<IIsWebServer
Location ="/LM/W3SVC/1256"

DefaultDoc="Default.htm,Default.asp,

iisstart.asp,Default.aspx"

ServerBindings=":80:"

ServerComment="Default Web Site"
    >

</IIsWebServer>
In this example, the IIS InstanceID is 1256.
Note   If the IP Address in IIS and the SCA is All Unassigned, then the IP field is blank.

	Name=ServerBindings and/or Name=SecureBindings 

	In the metabase.xml file, search for the ServerBinding or SecureBinding strings. If the strings appear as Name=ServerBindings or Name=SecureBindings, then they are located in a <Custom> tag. Also in this custom tag is a value property in the form of Value=IP:Port:HostHeader. If the IP:Port:HostHeader matches the Web site IP, the port, and HostHeader that is entered in the SCA, then the IIS InstanceID for the Web site is in the location property of the <IIsWebServer ...> tag, which is in the form /LM/W3SVC/xxx. For example:
<IIsWebServer
Location ="/LM/W3SVC/1987"

AppPoolId="DefaultAppPool"

DefaultDoc="Default.htm,Default.asp,

iisstart.asp,Default.aspx"

ServerComment="Default Web Site"        

    >

    <Custom


Name="SecureBindings"

ID="2021"

Value=":443:"
    />

    <Custom


Name="ServerBindings"

ID="1023"

Value=":80:"
    />

</IIsWebServer>
In this example, the IIS InstanceID is 1987
Note    If the IP Address in IIS and the SCA is All Unassigned, then the IP field is blank.


246. Add the following entries between the existing XML tags: <MBProperty> … </MBProperty>, change the AspMaxRequestEntityAllowed value to the maximum amount of data you want to upload, and then change the IIS InstanceID in the Location property and the AppRoot property to match the IIS InstanceID located in the <IISWebServer> tag.

<IIsWebDirectory
Location ="/LM/W3SVC/<InstanceID>/ROOT/NR/System/ResUpload"
AppFriendlyName="ResUpload"
AppIsolated="2"
AppRoot="/LM/W3SVC/<InstanceId>/Root/NR/System/ResUpload"
AspMaxRequestEntityAllowed="51200000"
  >

</IIsWebDirectory>

247. Save the metabase.xml file.

248. Click Start, click Control Panel, click Administrative Tools, and then click Computer Management.

249. Under the Server Applications and Services node, expand Internet Information Services. 

250. Select the Computer icon, click the Action button, and then select Restart IIS.

251. In the Stop/Start/Restart dialog box, select Restart Internet Services on <computer name>, and then click OK.

Step 4: Setting the Maximum Size for Site Deployment

In Windows Server 2003, the maximum amount of data for resource uploading is now configurable within IIS, but the default limit may be too low for your MCMS site deployment. The following procedure sets the limit to approximately 4 gigabyte (GB) for site deployment. 

Note   You must follow this procedure for every Web site that is configured as a MCMS Web entry point.
To increase the size of the SDO files

252. Click Start, click Control Panel, click Administrative Tools, and click Computer Management.
253. Under the Server Applications and Services node, expand Internet Information Services. 

254. Select the Computer icon, click the Action button, and then select Restart IIS.

255. In the Stop/Start/Restart dialog box, select Stop Internet Services on <computer name>, and then click OK.

256. Right-click Start, and then click Explore. Browse to %Windir%\system32\inetsrv\
257. Right-click the file metabase.xml and click Edit.

258. You must locate the IIS InstanceID for the MCMS Web site. You do this by searching for the ServerBindings and the SecureBindings strings. See the following table for information on how to locate the InstanceID based on how the ServerBindings or SecureBindings string is formatted.

	Format
	Location of the IIS InstanceID

	ServerBindings=
"IP:Port:HostHeader"
and
SecureBindings=
"IP:Port:HostHeader"
	In the metabase.xml file, search for the ServerBindings or SecureBindings strings. If the string appears as ServerBindings=IP:Port:HostHeader or SecureBindings=IP:Port:HostHeader, and the IP:Port:HostHeader matches the Web site IP, the port, and HostHeader that is entered in the SCA, then the IIS InstanceID for the Web site is in the location property of the <IIsWebServer ...> tag, which is in the form /LM/W3SVC/xxx. For example:

<IIsWebServer
Location ="/LM/W3SVC/1256"

DefaultDoc="Default.htm,Default.asp,

iisstart.asp,Default.aspx"

ServerBindings=":80:"

ServerComment="Default Web Site"
    >

</IIsWebServer>
In this example, the IIS InstanceID is 1256.
Note   If the IP Address in IIS and the SCA is All Unassigned, then the IP field is blank.

	Name=ServerBindings and/or Name=SecureBindings 

	In the metabase.xml file search for the ServerBinding or SecureBinding strings. If the strings appear as Name=ServerBindings or Name=SecureBindings, then they are located in a <Custom> tag. Also in this custom tag is a value property in the form of Value=IP:Port:HostHeader. If the IP:Port:HostHeader matches the Web site IP, the port, and HostHeader that is entered in the SCA, then the IIS InstanceID for the Web site is in the location property of the <IIsWebServer ...> tag, which is in the form /LM/W3SVC/xxx. For example (see the bolded items below):
<IIsWebServer
Location ="/LM/W3SVC/1987"

AppPoolId="DefaultAppPool"

DefaultDoc="Default.htm,Default.asp,

iisstart.asp,Default.aspx"

ServerComment="Default Web Site"        

    >

    <Custom


Name="SecureBindings"

ID="2021"

Value=":443:"
    />

    <Custom


Name="ServerBindings"

ID="1023"

Value=":80:"
    />

</IIsWebServer>
In this example, the IIS InstanceID is 1987
Note   If the IP Address in IIS and the SCA is All Unassigned, then the IP field is blank.


259. Add the following entries between the existing XML tags: <MBProperty> … </MBProperty>, change the AspMaxRequestEntityAllowed value to the maximum amount of data you want to upload, and then change the IIS InstanceID in the Location property and the AppRoot property to match the IIS InstanceID located in the <IISWebServer> tag.

<IIsWebDirectory
Location ="/LM/W3SVC/<InstanceID>/ROOT/NR/System/SDUpload"
AppFriendlyName="ResUpload"
AppIsolated="2"
AppRoot="/LM/W3SVC/<InstanceId>/Root/NR/System/SDUpload"
AspMaxRequestEntityAllowed="4294967276"
  >

</IIsWebDirectory>

260. Save the metabase.xml file.
261. Click Start, click Control Panel, click Administrative Tools, and then click Computer Management.

262. Under the Server Applications and Services node, expand Internet Information Services. 

263. Select the Computer icon, click the Action button, and then select Restart IIS.

264. In the Stop/Start/Restart dialog box, select Restart Internet Services on <computer name>, and then click OK.
Step 5: Reconfiguring MCMS 2002 with SP1a for Windows Server 2003

When you installed MCMS 2002 with SP1a, it was originally configured to run under Windows Server 2000 and Internet Information Services (IIS) 5.0. After you upgrade to IIS 6.0 you must reinitialize MCMS to run under Windows Server 2003 and IIS 6.0.

To reinitialize MCMS

265. Modify the <install directory>:\inetpub\wwwroot folder permission to allow the ASPNET (aspnet_wp) user to have read and execute permissions. See the troubleshooting section "Error Occurs When Deploying a Site in Windows Server 2003" in MCMS 2002 with SP1a Help for more information.
266. Modify MCMS and your Web applications so that they work with the version of ASP.NET provided by the .NET Framework 1.1. See the troubleshooting section "Using MCMS 2002 with SP1a with .NET Framework 1.1" in MCMS with SP1a Help for more information.

Step 6: Setting the Mime Type for Site Deployment Export

IIS 6.0 is more restrictive than IIS 5.0 when it comes to allowing files of any type to be downloaded from the Web server. For Site Deployment Export to work, you must configure a MIME type on the /NR/rdonlyres virtual directory.

To configure the mime type

267. Click Start, and then click Run.

268. In the Run dialog box, type inetmgr, and then click OK.

269. In the treeview on the left, navigate to: <computer name>\Web Sites\<default Web site>\NR\RdOnlyRes. 

Note   Your site may be installed on a different web site other than the Default Web Site so navigate to that portion of the tree instead.

270. Right-click RdOnlyRes and select Properties.

271. In the Properties dialog box, on the HTTP Headers tab, click MIME Types.
272. Click New.

273. In the Mime Type dialog box, do the following:

	Use this
	To do this

	Extension
	sdo

	MIME type
	application/x-mcmscontentpackage


274. Click OK to close the Mime Type dialog box.

275. Click OK to exit the Properties dialog box.

276. Close the IIS Manager dialog box.

277. Click Start, and then click Run.

278. In the Run dialog box, type iisreset.

279. Click OK.
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