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1. DESCRIPTION

1.1 System Requirements for Microsoft Office 2000 SP-2
--------------------------------------------------------- 

To successfully apply Office 2000 SP-2 Administrative Update, the target Office 2000 administrative installation must be at SR-1 level. Office 2000 SP-2 will not install on an administrative installation that is at Office 2000 level.
The table below indicates the size of the SP-2 Administrative Update (sp2admin.exe)
File Name


File Size

sp2admin.exe


29.5 MB

1.2 Microsoft Office 2000 SP-2 Content

-------------------------------------

Office 2000 SP-2 is a non-critical update aimed at corporate customers that provides the latest product updates to Office 2000 SR-1. Office 2000 SP-2 contains updates that are already publicly available as individual updates on Office Update website. 

Office 2000 SP-2 will not be a prerequisite for any future Office 2000 updates. Having Office 2000 SR-1 will remain the prerequisite for the installation of future Office 2000 updates.

The publicly available updates included in Office 2000 SP-2 are:

1.2.1 Outlook 2000 SR-1a Security Update Administrative Tools
-----------------------------------------------

The Outlook 2000 SR-1 E-mail Security Update provides protection from most e-mail viruses, such as the ILOVEYOU and Melissa viruses, as well as other viruses that spread themselves through e-mail, or worm viruses that can replicate through Outlook. For more information on this update, please go to http://www.microsoft.com/office/ork/2000/appndx/toolbox.htm#secupd


1.2.2 Excel 2000 Security Update: REGISTER.ID

---------------------------------------------

The Microsoft Excel REGISTER.ID Security Update eliminates the vulnerability that could be exploited using the worksheet tools of Excel to do malicious acts, such as deleting and overwriting files without the user's input or verification. For more information on this update, please go to http://www.microsoft.com/office/ork/2000/


1.2.3 Office 2000 Security Update: HTML Data

--------------------------------------------

The Microsoft Office 2000 HTML Data Security Update eliminates a security vulnerability in Word 2000, Excel 2000, and PowerPoint 2000. For more information on this update, go to http://www.microsoft.com/office/ork/2000/appndx/toolbox.htm#HTMLDtSc
1.2.4 Word 2000 Mail Merge Security Update

----------------------------------------

The Word 2000 Mail Merge Security Update protects you from a vulnerability in the mail merge function in Word by increasing the security in the connection between Word mail merge documents and Access databases. For more information on this update, go to http://www.microsoft.com/office/ork/2000/appndx/toolbox.htm#wrdacc
1.2.5 Excel/PowerPoint 2000 SR-1 Update: HTML Script Vulnerability

------------------------------------------------------------------

The Excel 2000 and PowerPoint 2000 SR-1 HTML Script Vulnerability Update eliminates a security vulnerability in the Excel 2000 and PowerPoint 2000 object models that could expose them to unsafe scripts when a user views a Web page or HTML e-mail message. For more information on this update, go to http://www.microsoft.com/office/ork/2000/appndx/toolbox.htm - xlpptaddin
1.2.6 Word 2000 Update: Proofing Tools Hyphenation

--------------------------------------------------

The Word 2000 Proofing Tools Hyphenation Update corrects an issue with the hyphenation feature of the proofing tools so that it works properly with long documents. For more information on this update, go to http://www.microsoft.com/office/ork/2000/


1.2.7 Word 2000 SR-1 Update: Mail Command Security

--------------------------------------------------

Install the Word 2000 SR-1 Mail Command Security Update to eliminate a security vulnerability that could allow a malicious hacker to send a virus through e-mail by using the Word 2000 Visual Basic for Applications command EmailSend.  For more information on this update, go to 

http://www.microsoft.com/office/ork/2000/appndx/toolbox.htm#wordmcsec


Microsoft Office 2000 SP-2 also includes various updates specifically created for corporate customers. For additional information on these updates, and on network and administration issues, please check the Updates section in the Office Resource Kit Web site at: http://www.microsoft.com/office/ork/
For further technical information on Office 2000 SP-2, go to: http://support.microsoft.com/support/kb/articles/Q276/2/57.asp
2. INSTALLING MICROSOFT OFFICE 2000 SP-2

2.1 Applications That Microsoft Office 2000 SP-2 Can Be Applied to
--------------------------------------------------

You can only apply Microsoft Office 2000 SP-2 to the following applications:

Microsoft Office 2000 SR-1 Premium CD1

Microsoft Office 2000 SR-1 Professional CD1

Microsoft Office 2000 SR-1 Standard

Microsoft Office 2000 SR-1 Small Business CD1

Microsoft Outlook 2000 SR-1

Microsoft Access 2000 SR-1

Microsoft Excel 2000 SR-1

Microsoft Word 2000 SR-1

Microsoft FrontPage 2000 SR-1

Microsoft PowerPoint 2000 SR-1

Microsoft Access RunTime 2000 SR-1

If none of the above products are found on the system, a message appears stating that the expected version of the product has not been found and the installation process is terminated.

2.2 Updating Administrative Installation Points 
-----------------------

Doubleclicking sp2admin.exe will extract the following four patch files and a Word document to a directory you specify:

Sp2admin.msp

Out2kmst.msp

Pptmst.msp

Excelmst.msp

Readadm.doc

SP2admin.msp contains most of the changes that are included in the Office 2000 SP2 patch. In addition, the out2kmst.msp, pptmst.msp and excelmst.msp files provide additional functionality for Outlook 2000, PowerPoint 2000, and Excel 2000. To upgrade an Office 2000 SR-1 administrative installation point so that you have a clean Office 2000 SP-2 installation point, you need to apply all of the four patch files to the Office 2000 SR-1 administrative installation point.

The following table illustrates when you need to apply each Office 2000 SP-2 patch file to an Office 2000 SR-1 administrative share point:

	Patch name
	Apply patch?

	Sp2admin.msp
	Always

	Out2kmst.msp
	Always, unless the Outlook 2000 Security Patch has been applied.  Documented in Q235309 http://support.microsoft.com/support/kb/articles/Q235/3/09.asp

	Pptmst.msp
	Always, unless the PowerPoint 2000 HTML Security update has been applied.  Documented in the following location:

http://www.microsoft.com/office/ork/2000/journ/ExcelPptScriptUpd_2.htm

	Excelmst.msp
	Always, unless the patch for KB Q264719 has been applied. Documented in the following location:

http://support.microsoft.com/support/kb/articles/Q276/2/57.asp


The modifications associated with the Out2kmst.msp, pptmst.msp and excelmst.msp files could not be included in the sp2admin.msp file due to a Windows Installer limitation described in the following KB article http://support.microsoft.com/support/kb/articles/q278/0/78.asp
If you have already applied the fixes contained in the out2kmst.msp, the pptmst.msp and excelmst.msp files to the SR-1 administrative installation point you are about to apply SP-2 to, then you cannot apply them again. If you are not sure if the fixes have been applied to the SR-1 administrative installation point, follow the steps below to make sure your SP-2 update is complete:

1. Apply the Sp2admin.msp file.

2. Apply the outmsk2st.msp file. If the code change contained in this file was not applied previously, the patching process will complete successfully. If the code change included in this msp file was applied previously to the administrative installation point, the following error will appear:
Internal Error 2250: Please contact product support for assistance.

Click on OK and proceed to the next step.

3. Apply the Pptmst.msp file. If the code change contained in this file was not applied previously, the patching process will complete successfully. If the code change included in this msp file was applied previously to the administrative installation point, the following error will appear:

Internal Error 2251: Please contact product support for assistance.

Click on OK and proceed to the next step.

4. Apply the Excelmst.msp file. If the code change contained in this file was not applied previously, the patching process will complete successfully. If the code change included in this msp file was applied previously to the administrative installation point, the following error will appear:

Internal Error 2251: Please contact product support for assistance.

Click on OK. The SP-2 update is now complete.

To extract all the files to the "c:\extract" directory from a command line, type the following at a command prompt:

sp2admin.EXE /t:c:\extract /c

To apply each msp to an administrative installation point you need to use the following command line: 

[start] msiexec /p [path\name of update MSP file] /a 

[path\name of MSI file] SHORTFILENAMES=TRUE /qb /L*v [path\name of log file]

Note: the verbose log file switch (/L*v) and the quiet mode switch (/qb) are optional.  See Office Resource Kit or Microsoft developer Network for more information on msi command line switches.

Note: For best results the patch files should be applied from the console of the machine containing the administrative installation point.  Please ensure that the files on the share point are not in use when the patches are being applied. If there are multiple administrative installation points, you may replace the remaining administrative installation points with the updated administrative installation point after backing up any custom transform, setup.ini or other files on the share points.
2.3 How to Update Your Workstations to SP-2

-------------------------------

Use one of the following methods to update workstations on which 

Office 2000 SR-1 was already installed from your administrative installation point.

Method 1:

Run Setup.exe from your administrative installation point at each workstation.

Method 2:

Click Start, Run... and run the following command line from each workstation:

   msiexec /i <Admin Path>\Data1.msi reinstall=all reinstallmode=vomus

where <Admin Path> is the path to your administrative installation point for Office 2000 SP-2.

2.4 How to Detect that the Update is Installed

----------------------------------------------

The updated file list with version numbers is as follows:

	File Name
	Version

	bjablr32.dll
	1.0.3.27

	bjlog32.dll
	3.2.0.26

	bjsrch32.dll
	1.0.3.27

	cag.exe
	5.2.1.405

	cdo.dll
	5.5.2652.65

	chapi3t1.dll
	1.1.0.4130

	contab32.dll
	9.0.0.4506

	Emablt32.dll
	1.0.3.27

	emsabp32.dll
	5.5.3142.0

	emsmdb32.dll
	5.5.3144.0

	emsui32.dll
	5.5.3141.0

	envelope.dll
	9.0.0.4201

	excel.exe
	9.0.0.4430

	exsec32.dll
	5.5.3143.0

	fp4awec.dll
	4.0.2.4022

	fpeditax.dll
	4.0.2.4426

	frontpg.exe
	4.0.2.4426

	graph9.exe
	9.1.0.4207

	mimedir.dll
	9.0.0.4005

	msaccess.exe
	9.0.0.4506

	msgr2en.lex
	Non versioned

	msmapi32.dll
	5.5.3145.0

	mso9.dll
	9.0.0.4402

	msonsext.dll
	9.0.0.4105

	msowc.dll
	9.0.0.4309

	mspst32.dll
	5.5.3138.0

	msqry32.exe
	9.0.0.4430

	oladd.fae
	9.0.0.3731

	olsec9.chm
	Non versioned

	olxchng9.aw
	Non versioned

	olxchng9.chm
	Non versioned

	omi9.dll
	5.5.3134.0

	omint.dll
	5.5.3134.0

	outex.dll
	8.30.3145.0

	outlhlp9.aw
	Non versioned

	outllib.dll
	9.0.0.4527

	outllibr.dll
	9.0.0.4527

	photoed.exe
	3.0.1.1

	powerpnt.exe
	9.0.0.4527

	ppttools.ppa
	Non versioned

	pstprx32.dll
	9.0.4525.0

	rm.dll
	9.0.0.4307

	sendto9.dll
	9.0.0.4201

	utility.mda
	Non versioned

	vbe6.dll
	6.0.89.67

	winword.exe
	9.0.0.4527

	wrd6ex32.cnv
	2000.3.16.0

	ww9intl.dll
	9.0.0.4527


