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# DirectAccess Connectivity Assistant (DCA) 2.0 - Manuale dell'utente

Introduzione

Questa guida si rivolge agli utenti di DirectAccess che hanno installato DirectAccess Connectivity Assistant (DCA) 2.0.

DCA 2.0 migliora la connettività aziendale sul computer client e consente di autenticare le password monouso.

L'esecuzione di DCA 2.0 sul computer consente di completare le seguenti operazioni:

1. [Verifica della connettività e dello stato di DirectAccess](#z1)

2. [Utilizzo dell'autenticazione a due fattori – OTP e SmartCard](#z2)

3. [Esecuzione della diagnostica avanzata](#z3)

4. [Utilizzo della risoluzione DNS locale](#z4)

## Utilizzo del software DCA

In questa sezione viene spiegato come utilizzare DirectAccess Connectivity Assistant (DCA) 2.0 per migliorare l'utilizzo di DirectAccess, eseguire l'autenticazione OTP e risolvere gli eventuali problemi di connettività DirectAccess che potrebbero verificarsi.

### Icona di DirectAccess Connectivity Assistant nell'area di notifica

Dopo aver completato l'installazione di DCA sul computer, nell'area di notifica dell'interfaccia utente viene visualizzata un'icona del programma. Questa icona fornisce informazioni aggiornate sullo stato della rete aziendale. Se non si è in grado di accedere alle risorse aziendali, controllare l'icona per verificare se DCA segnala dei problemi con la connessione DirectAccess alla rete aziendale. Se si posiziona il puntatore del mouse sull'icona DCA, viene visualizzato un messaggio di testo con indicato lo stato corrente della connessione DirectAccess.

### Verifica della connettività e dello stato di DirectAccess

Se si fa clic sull'icona DCA, viene visualizzata una finestra contenente ulteriori informazioni sullo stato corrente della connessione DirectAccess. Queste informazioni includono le operazioni che è possibile eseguire per tentare di ripristinare la connessione.

Nella tabella seguente vengono descritti i tipi di stato di connettività DirectAccess.

| **Stato di connettività** | **Dettagli** | **Azione** |
| --- | --- | --- |
| Connettività aziendale funzionante | Se l'icona di DirectAccess viene visualizzata senza simboli di avviso o errore, significa che DirectAccess funziona come previsto. Nota: questo è lo stato visualizzato quando il computer si trova sulla rete aziendale. | Nessuna |
| Connettività aziendale non funzionante | Se viene visualizzato un simbolo di errore con una X rossa, significa che la connettività DirectAccess è assente. | Questo errore generalmente è dovuto a problemi del server DirectAccess e deve essere risolto dall'amministratore di DirectAccess. |
| Intervento dell'utente necessario per connettività aziendale | Se viene visualizzato un simbolo di avviso con un punto esclamativo all'interno di un triangolo giallo, significa che DirectAccess non funziona come previsto. | Questo avviso indica che è richiesta l'azione dell'utente per accedere a tutte le risorse. L'icona di avviso rimane visualizzate finché non viene completata l'azione richiesta. |

A ciascuno stato di connettività DirectAccess corrisponde una serie di messaggi a cui è possibile accedere facendo clic sull'icona DCA. Questi messaggi sono riepilogati nella seguente tabella:

| **Stato di connettività** | **Messaggio visualizzato** | **Dettagli** |
| --- | --- | --- |
| Connettività DirectAccess assente | DirectAccess non è supportato dal sistema operativo Windows del computer. Contattare l'amministratore. | DCA 2.0 può essere eseguito solo su Windows 7 Ultimate e Windows 7 Enterprise. |
| DirectAccess non è configurato correttamente. Se il problema persiste, contattare l'amministratore. | Il computer non è configurato per utilizzare DirectAccess. Questa condizione può essere verificata nei registri predefiniti generati nella finestra Diagnostica avanzata. |
| Il computer non riesce a connettersi al server DirectAccess. Se il problema persiste, contattare l'amministratore del sito. | DCA non è in grado di contattare il server DirectAccess. DCA stabilisce lo stato della connessione DirectAccess tentando di accedere a un server di rete indicato dall'amministratore. Lo stato di connettività può essere verificato nei registri predefiniti generati nella finestra Diagnostica avanzata.  Se il valore per la voce di registro predefinita netsh dns show state è Network Location Behavior: Never use Direct Access settings, il problema potrebbe essere provocato da un valore non corretto della chiave del Registro del sistema HKLM\Software\Policies\Microsoft\Windows NT\DNSClient\EnableDAForAllNetworks. Risolvere il problema impostando il valore della chiave del Registro di sistema su 0 piuttosto che su 2. |
| Impossibile risolvere i nomi della rete aziendale. Se il problema persiste, contattare l'amministratore. | Windows non è in grado di risolvere i nomi delle risorse nella rete aziendale. |
| Il computer non riesce a connettersi ad alcune risorse aziendali. Se il problema persiste, contattare l'amministratore. | DCA non è in grado di accedere a una o più risorse di prova nella rete aziendale. Lo stato di connettività può essere verificato nei registri predefiniti generati nella finestra Diagnostica avanzata. |
| Il computer ha perso la connessione ad alcune risorse aziendali. Se il problema persiste, contattare l'amministratore. | DCA non è in grado di accedere a una o più risorse di prova nella rete aziendale. Lo stato di connettività può essere verificato nei registri predefiniti generati nella finestra Diagnostica avanzata. |
|  | L'applicazione DirectAccess Connectivity Assistant non è configurata correttamente. Se il problema persiste, contattare l'amministratore. | DCA non contiene alcune informazioni che devono essere configurate dall'amministratore. La configurazione corrente può essere visualizzata nei registri predefiniti generati nella finestra Diagnostica avanzata. Le impostazioni di DCA sono archiviate nella chiave del Registro di sistema seguente: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\DirectAccessConnectivityAssistant |
| Le impostazioni di risoluzione dei nomi non sono configurate correttamente. Contattare l'amministratore del sito. | La tabella dei criteri di risoluzione dei nomi (NRPT) nel computer è danneggiata o si è verificato un errore nei Criteri di gruppo del client. La tabella NRPT viene utilizzata da DirectAccess durante la risoluzione dei nomi per le risorse aziendali. |
| Impossibile convalidare un certificato di autenticazione. Non è disponibile alcuna connessione all'elenco di revoche di certificati (CRL) IP-HTTPS. Contattare l'amministratore. | Non è possibile accedere all'elenco di revoche di certificati (CRL) basati su Internet. Un certificato del server necessario per IP-HTTPS deve essere verificato in base all'elenco CRL. IP-HTTPS è una tecnologia di transizione utilizzata da DirectAccess per trasferire il traffico IPv6 sulla rete Internet IPv4. |
| Il computer non è configurato correttamente per DirectAccess. L'indirizzo IPv6 non è abilitato correttamente. | Tutte le tecnologie di transizione richieste, o solo alcune, sono disabilitate. La comunicazione con il server DirectAccess avviene tramite IPv6. Quando le tecnologie di transizione sono disabilitate, il client DirectAccess non può comunicare con il server DirectAccess. |
| Intervento dell'utente necessario per connettività DirectAccess | Il computer non è conforme ai requisiti di integrità dell'azienda. | Se la rete aziendale verifica l'integrità del computer, verificando ad esempio che siano installati gli aggiornamenti di sicurezza o un software antivirus, potrebbe non essere possibile connettersi alle risorse aziendali se il computer non è conforme. Nella finestra di dialogo popup di DCA vengono fornite le informazioni e i collegamenti per consentire all'utente di risolvere il problema, ad esempio un collegamento al software client per risolvere i problemi di integrità del computer. |
| DirectAccess richiede le credenziali per l'accesso alla rete aziendale. Bloccare e sbloccare il computer con una smartcard o una password monouso. | L'amministratore può scegliere di adottare l'utilizzo di smartcard o password monouso per accedere alle risorse aziendali tramite DirectAccess. Questo messaggio viene visualizzato al primo tentativo di accesso del computer a una risorsa aziendale nel caso in cui le credenziali per l'autenticazione a due fattori non siano disponibili, dopo un'operazione di sblocco tramite nome utente/password o quando il computer esce dallo stato di sospensione o ibernazione. Vedere [Utilizzo dell'autenticazione a due fattori – OTP e SmartCard](#z2). |
| DirectAccess è configurato per risolvere i nomi mediante le impostazioni di risoluzione locali. Per ripristinare la connettività, modificare le opzioni di risoluzione DNS tramite il server DirectAccess. | DCA è impostato in modo da risolvere i nomi mediante il metodo di risoluzione definito localmente nel computer. Per accedere alle risorse aziendali, è necessario deselezionare l'opzione Usa la risoluzione DNS locale e abilitare l'opzione Usa la risoluzione DNS aziendale. A tale scopo, selezionare l'opzione nel menu di scelta rapida o riavviare il computer. |
| La connessione a Internet non è disponibile. Verificare che il computer sia connesso a Internet. | Windows non è in grado di connettersi a Internet. |
| Il computer non è configurato correttamente per DirectAccess. Windows Firewall deve essere abilitato. | È necessario che Windows Firewall sia abilitato in modo da poter utilizzare IPsec per la connessione al server DirectAccess. IPsec è necessario per l'autenticazione di DirectAccess. |
| L'accesso non è stato effettuato con un account di dominio. Accedere con un account di dominio oppure bloccare e sbloccare il computer con una smartcard. | Accedere al computer locale con un account di dominio per connettersi a DirectAccess. |

### Utilizzo dell'autenticazione a due fattori – OTP e SmartCard

Quando si fa clic sull'icona DCA, viene visualizzata l'opzione Bloccare e sbloccare il computer con una smartcard o una password monouso. Quando si fa clic su questa opzione, il computer viene bloccato. Quando si sblocca il computer, è necessario selezionare Altre credenziali e quindi il metodo di autenticazione appropriato.

 Autenticazione OTP: immettere le credenziali OTP, incluso il PIN (facoltativo) seguito dal codice token.

 Autenticazione SmartCard: inserire la smartcard nell'alloggiamento e immettere il PIN (facoltativo).

### Esecuzione della diagnostica avanzata

Quando si fa clic con il pulsante destro del mouse sull'icona DCA, viene visualizzato un menu che consente di interagire con DCA. Se si seleziona l'opzione Diagnostica avanzata nel menu visualizzato facendo clic con il pulsante destro del mouse su DCA, viene visualizzata la finestra di dialogo Diagnostica avanzata. La finestra di dialogo contiene informazioni dettagliate sui problemi attualmente riscontrati da DCA. Gli utenti potranno utilizzare questi dettagli per risolvere il problema.

Quando è selezionata l'opzione Diagnostica avanzata, DCA inizia immediatamente a raccogliere in un file di registro le informazioni su DCA e il client DirectAccess. I registri così creati vengono compressi in un file .cab che può poi essere inviato tramite posta elettronica all'amministratore di DirectAccess. Per esaminare i file di registro, fare clic sul collegamento sotto Apri la directory dei registri. Per inviare i file di registro all'amministratore di DirectAccess, fare clic su Invia registri tramite posta elettronica per aprire un nuovo messaggio di posta elettronica. I file di registro appariranno già allegati al messaggio e questo sarà indirizzato all'amministratore predefinito di DirectAccess. Nel corpo del messaggio aggiungere eventuali informazioni utili per descrivere il problema rilevato e quindi fare clic su Invia per trasmettere il messaggio all'amministratore di DirectAccess. Le informazioni incluse nel registro possono essere utilizzate per individuare l'origine del problema di connessione. Se le risorse di prova specificate dall'amministratore non sono accessibili, i registri includono il nome delle risorse interessate nel testo del messaggio di errore.

Gli utenti possono verificare la versione di DCA installata facendo clic sul pulsante Informazioni su in Diagnostica avanzata.

Gli utenti possono avviare il processo di autenticazione tramite OTP o smartcard anche da Diagnostica avanzata facendo clic sul collegamento Bloccare e sbloccare il computer con una smartcard o una password monouso, se disponibile.

### Utilizzo della risoluzione DNS locale

Per impostazione predefinita, l'opzione Usa la risoluzione DNS aziendale è abilitata e le richieste di nomi vengono risolte da un server DNS aziendale tramite la connessione a DirectAccess. Si tratta di richieste FQDN e richieste per nomi con etichetta singola come http://hrweb.

In alcuni casi, è possibile che si desideri accedere a nomi con etichetta singola che non possono essere risolti dal server DNS aziendale. Per accedere a tali risorse, fare clic con il pulsante destro del mouse sull'icona di DCA e selezionare Usa la risoluzione DNS locale. Questa impostazione consente di utilizzare i meccanismi DNS (LLMNR e NetBios) del computer locale per risolvere i nomi, anziché inviare la richiesta tramite DirectAccess al server DNS aziendale.

Se, ad esempio, ci si trova presso la sede del cliente con un computer con DirectAccess e si desidera controllare il sito Web http://thissite nella rete del cliente, se l'opzione Usa la risoluzione DNS aziendale è abilitata, la richiesta viene inviata al server DNS aziendale e può verificarsi una delle situazioni seguenti:

 Se la Intranet aziendale dispone di una risorsa denominata http://thissite, la richiesta verrà risolta in questo sito Web aziendale.

 Se non esiste un sito aziendale denominato http://thissite, il nome verrà risolto solo se le impostazioni aziendali sono in grado di eseguire tale operazione.

In entrambi i casi, sarà possibile accedere al sito nella rete del cliente solo se si seleziona l'impostazione Usa la risoluzione DNS locale. Quando si utilizza l'opzione per la risoluzione DNS locale, tenere presente quanto segue:

 La risoluzione dei nomi locali è disponibile solo se consentita dall'amministratore di DirectAccess.

 La risoluzione dei nomi locali non ha alcun effetto se la connessione avviene tramite la rete aziendale, ma solo se avviene tramite Internet.

 Quando è selezionata la risoluzione dei nomi locali, nell'area di notifica di DCA viene visualizzata un'icona di avviso di colore giallo per ricordare all'utente di abilitare il DNS aziendale al termine dell'utilizzo della risorsa locale.

 Se ci si disconnette dalla rete e dal server DirectAccess e poi ci si riconnette (ad esempio, in caso di riavvio o riattivazione del computer), alla ripresa della connessione a DirectAccess verrà abilitata automaticamente l'opzione Usa la risoluzione DNS aziendale. Sarà necessario riselezionare Usa la risoluzione DNS locale per continuare a utilizzare la risoluzione dei nomi locali.