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# Manual del usuario de DirectAccess Connectivity Assistant (DCA) 2.0

Introducción

Esta guía va dirigida a los usuarios de DirectAccess que tengan instalado DirectAccess Connectivity Assistant (DCA) 2.0.

DCA 2.0 mejora su experiencia de conectividad corporativa en el equipo cliente al permitir realizar la autenticación con contraseña de un solo uso.

Al ejecutar DCA 2.0 en el equipo, podrá realizar las siguientes acciones:

1. [Comprobar la conectividad y el estado de DirectAccess](#z1)

2. [Usar la autenticación en dos fases: contraseña de un solo uso (OTP) y tarjeta inteligente](#z2)

3. [Ejecutar diagnósticos avanzados](#z3)

4. [Utilizar la resolución de DNS local](#z4)

## Utilizar el software de DCA

La información de esta sección explica cómo utilizar DirectAccess Connectivity Assistant (DCA) 2.0 para mejorar la experiencia con DirectAccess, realizar la autenticación OTP y ayudar a solucionar los problemas de conectividad de DirectAccess que se puedan producir.

### Icono del área de notificación de DirectAccess Connectivity Assistant

Una vez que DCA se haya instalado en el equipo, aparecerá como un icono en el área de notificación de la interfaz de usuario. El icono proporciona información sobre el estado actual de la conectividad corporativa. Si no puede obtener acceso a los recursos corporativos, compruebe el icono para ver si el DCA informa de cualquier problema de su conexión de DirectAccess a la red corporativa. Si coloca el puntero del mouse sobre el icono de DCA, aparece un mensaje de texto con el estado actual de la conexión de DirectAccess.

### Comprobar la conectividad y el estado de DirectAccess

Al hacer clic con el botón primario en el icono de DCA aparecerá una ventana emergente con información adicional sobre el estado actual de la conexión de DirectAccess. La información de la ventana incluye los pasos que se pueden realizar en un intento de restaurar la conectividad.

Los estados de conectividad de DirectAccess se describen en la tabla siguiente:

| **Estado de conectividad** | **Detalles** | **Acción** |
| --- | --- | --- |
| La conectividad corporativa funciona | Cuando el icono de DirectAccess se muestra sin símbolos de advertencia o error, significa que DirectAccess funciona del modo previsto. Nota: este es el estado que aparece cuando el equipo se encuentra en la red corporativa. | Ninguna |
| La conectividad corporativa no funciona | Un símbolo de error con un icono de una X roja indica que no hay conectividad de DirectAccess. | Normalmente, este error está relacionado con problemas del servidor de DirectAccess y lo debe resolver el administrador de DirectAccess. |
| La conectividad corporativa requiere una acción por parte del usuario | Un símbolo de advertencia con un signo de exclamación dentro de un triángulo amarillo significa que DirectAccess no funciona del modo previsto. | Indica que el usuario debe realizar una acción para obtener acceso a todos los recursos. El icono de advertencia se muestra hasta que se completa la acción necesaria. |

Cada estado de conectividad de DirectAccess consta de un número de mensajes a los que se obtiene acceso haciendo clic con el botón primario en el icono de DCA y que se resumen en la tabla siguiente:

| **Estado de conectividad** | **Mensaje mostrado** | **Detalles** |
| --- | --- | --- |
| No hay conectividad de DirectAccess | DirectAccess no es compatible con el sistema operativo Windows de su equipo. Póngase en contacto con el administrador. | DCA 2.0 solo se ejecuta en Windows 7 Ultimate y Windows 7 Enterprise. |
| DirectAccess no está configurado correctamente. Si el problema persiste, póngase en contacto con el administrador. | El equipo no está configurado para usar DirectAccess. Se puede comprobar si es así en los registros predeterminados que se generan en la ventana Diagnósticos avanzados. |
| El equipo no se puede conectar al servidor de DirectAccess. Si el problema persiste, póngase en contacto con el administrador del sitio. | DCA no puede establecer contacto con el servidor de DirectAccess. DCA determina el estado de la conexión de DirectAccess intentando obtener acceso al servidor de red que designe el administrador. El estado de conectividad se puede comprobar en los registros predeterminados que se generan en la ventana Diagnósticos avanzados.  Si el valor de la entrada de registro predeterminada netsh dns show state es Network Location Behavior : Never use Direct Access settings, podría deberse a un valor incorrecto en la clave del Registro HKLM\Software\Policies\Microsoft\Windows NT\DNSClient\EnableDAForAllNetworks. Para resolver este problema, cambie el valor de la clave del Registro de 2 a 0. |
| No se pueden resolver los nombres de la red corporativa. Si el problema persiste, póngase en contacto con el administrador. | Windows no puede resolver los nombres de los recursos de la red corporativa. |
| El equipo no se puede conectar a algunos recursos corporativos. Si el problema persiste, póngase en contacto con el administrador. | DCA no puede tener acceso a uno o varios de los recursos de prueba de la red corporativa. El estado de conectividad se puede comprobar en los registros predeterminados que se generan en la ventana Diagnósticos avanzados. |
| El equipo ha perdido la conectividad con algunos recursos corporativos. Si el problema persiste, póngase en contacto con el administrador. | DCA no puede tener acceso a uno o varios de los recursos de prueba de la red corporativa. El estado de conectividad se puede comprobar en los registros predeterminados que se generan en la ventana Diagnósticos avanzados. |
|  | La aplicación DirectAccess Connectivity Assistant no está configurada correctamente. Si el problema persiste, póngase en contacto con el administrador. | DCA requiere información que debe configurar el administrador. La configuración actual se puede consultar en los registros predeterminados que se generan en la ventana Diagnósticos avanzados. La configuración de DCA se almacena en la siguiente clave del Registro: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\DirectAccessConnectivityAssistant |
| La configuración de la resolución de nombres no es correcta. Póngase en contacto con el administrador del sitio. | La tabla de directivas de resolución de nombres (NRPT) del equipo está dañada o hay un error en la directiva de grupo de cliente. DirectAccess utiliza la tabla NRPT al resolver los nombres para los recursos corporativos. |
| No se puede validar un certificado de autenticación. No hay ninguna conexión disponible para la lista de revocación de certificados (CRL) IP-HTTPS. Póngase en contacto con el administrador. | No puede tener acceso a la lista de revocación de certificados (CRL) basada en Internet. Es preciso comprobar en la CRL un certificado de servidor que es necesario para IP-HTTPS. IP-HTTPS es una tecnología de transición que DirectAccess utiliza para transferir el tráfico IPv6 a través de Internet IPv4. |
| Su equipo no está configurado correctamente para DirectAccess. IPv6 no se ha habilitado correctamente. | Una parte o la totalidad de las tecnologías de transición necesarias están deshabilitadas. Para la comunicación con el servidor de DirectAccess se usa IPv6. Cuando las tecnologías de transición están deshabilitadas, el cliente de DirectAccess no se puede comunicar con el servidor de DirectAccess. |
| La conectividad de DirectAccess requiere una acción por parte del usuario | Su equipo no cumple los requisitos de mantenimiento corporativos. | Si la red corporativa comprueba el mantenimiento del equipo (por ejemplo, comprueba que estén instalados el software antivirus o las actualizaciones de seguridad), quizás no pueda conectarse a los recursos corporativos en caso de que el equipo no sea conforme. El cuadro de diálogo emergente de DCA proporciona información, e incluye vínculos para ayudarle a solucionar el problema. Puede incluir, por ejemplo, un vínculo a software de cliente que resuelva los problemas de mantenimiento del equipo. |
| DirectAccess requiere sus credenciales para el acceso corporativo. Bloquee y desbloquee el equipo con una tarjeta inteligente o una contraseña de un solo uso. | Su administrador puede decidir que se requieran tarjetas inteligentes o contraseña de un solo uso (OTP) para obtener acceso a los recursos corporativos a través de DirectAccess. Este mensaje aparece la primera vez que el equipo intenta obtener acceso a un recurso corporativo cuando no hay credenciales de autenticación en dos fases disponibles, después de haber realizado un desbloqueo con el nombre de usuario o la contraseña, o cuando se activa después de un período de suspensión o hibernación. Consulte [Usar la autenticación en dos fases: contraseña de un solo uso (OTP) y tarjeta inteligente](#z2). |
| DirectAccess está configurado para resolver nombres mediante la configuración de resolución local. Para restaurar la conectividad, modifique las opciones de resolución de DNS a través del servidor de DirectAccess. | DCA está configurado para resolver los nombres con el método de resolución definido localmente en el equipo. Para obtener acceso a los recursos corporativos, debe desactivar la opción Usar resolución DNS local, y habilitar Usar resolución DNS corporativa. Para ello, seleccione la opción en el menú de la derecha o reinicie el equipo. |
| No dispone de conectividad a Internet. Asegúrese de que el equipo esté conectado a Internet. | Windows no se puede conectar a Internet. |
| Su equipo no está configurado correctamente para DirectAccess. Se debe habilitar el Firewall de Windows. | El firewall de Windows debe estar habilitado para poder usar IPsec en la conexión con el servidor de DirectAccess. IPsec es necesario para la autenticación de DirectAccess. |
| No ha iniciado sesión con una cuenta de dominio. Inicie sesión con una cuenta de dominio, o bloquee y desbloquee el equipo con una tarjeta inteligente. | Inicie sesión en el equipo local con una cuenta de dominio para conectarse a DirectAccess. |

### Usar la autenticación en dos fases: contraseña de un solo uso (OTP) y tarjeta inteligente

Al hacer clic con el botón primario en el icono de DCA se mostrará la opción Bloquee y desbloquee el equipo con una tarjeta inteligente o una contraseña de un solo uso. Al hacer clic en esta opción el equipo se bloqueará. Cuando desbloquee el equipo deberá seleccionar Otras credenciales y, a continuación, elegir el método de autenticación apropiado.

 Autenticación OTP: escriba las credenciales OTP incluyendo el PIN (opcional) seguido por el código de token.

 Autenticación con tarjeta inteligente: inserte la tarjeta inteligente en la ranura y escriba el PIN (opcional).

### Ejecutar diagnósticos avanzados

Al hacer clic con el botón secundario en el icono de DCA, aparece un menú que le permite interactuar con el DCA. Si se hace clic con el botón secundario en el menú de DCA y se selecciona la opción Diagnósticos avanzados, se muestra el cuadro de diálogo Diagnósticos avanzados. El cuadro de diálogo contiene información detallada sobre los problemas actuales que el DCA detecta. Los usuarios pueden utilizar la información adicional para resolver o evitar el problema.

Al seleccionar Diagnósticos avanzados, DCA comenzará inmediatamente a recopilar información del archivo de registro sobre DCA y el cliente de DirectAccess. Los registros se generan y se comprimen en un archivo .cab que después se puede enviar por correo electrónico al administrador de DirectAccess. Se pueden examinar los archivos de registro haciendo clic en el vínculo debajo de Abrir directorio de registros. Envíe los archivos de registro al administrador de DirectAccess haciendo clic en Enviar registros por correo electrónico para abrir un nuevo mensaje de correo electrónico. Los archivos de registro ya se habrán adjuntado al mensaje y el correo electrónico se dirigirá al contacto de administración de DirectAccess predefinido. Agregue información adicional en el cuerpo del correo electrónico para describir el problema que está experimentando y, a continuación, haga clic en Enviar para remitir el correo electrónico al administrador de DirectAccess. La información que se incluye en el registro puede utilizarse para determinar el origen de los problemas de conectividad. Si no se puede obtener acceso a los recursos de prueba que el administrador haya especificado, los registros incluirán el nombre de ese recurso en el texto del mensaje de error.

Para que los usuarios puedan comprobar la versión de DCA instalada, deben hacer clic en el botón Acerca de en Diagnósticos avanzados.

Los usuarios también pueden invocar al proceso de autenticación OTP o con tarjeta inteligente desde Diagnósticos avanzados haciendo clic en Bloquee y desbloquee el equipo con una tarjeta inteligente o una contraseña de un solo uso cuando esté disponible.

### Utilizar la resolución de DNS local

De manera predeterminada, la opción Usar resolución DNS corporativa está habilitada y las solicitudes de nombres se resuelven en un servidor DNS corporativo a través de la conexión de DirectAccess. Es el caso de las solicitudes de nombres de dominio completos y de nombres de una sola etiqueta como http://hrweb.

En algunas circunstancias, puede que desee obtener acceso a nombres de una sola etiqueta que no se pueden resolver en el servidor DNS corporativo. Para obtener acceso a estos recursos, puede hacer clic con el botón secundario en el icono de DCA y seleccionar Usar resolución DNS local. Cuando esta opción está habilitada, DCA usa los mecanismos de DNS (LLMNR y NetBios) del equipo local para resolver los nombres, en lugar de enviar la solicitud al servidor DNS corporativo a través de DirectAccess.

Por ejemplo, si se encuentra en las oficinas de un cliente con un equipo con DirectAccess y desea consultar el sitio web http://estesitio en la red del cliente, si está habilitada la opción Usar resolución DNS corporativa, la solicitud se envía al servidor DNS corporativo y sucede lo siguiente:

 Si la intranet corporativa tiene un recurso denominado http://estesitio, la solicitud se resolverá en este sitio web corporativo.

 Si no hay ningún sitio corporativo denominado http://estesitio, no se resolverá el nombre a menos que la configuración corporativa lo permita.

Tanto en un caso como en el otro, no podrá obtener acceso al sitio de la red del cliente a menos que seleccione la opción Usar resolución DNS local. Cuando utilice la opción de resolución de DNS local, tenga en cuenta lo siguiente:

 La resolución de nombres local solo está disponible cuando la permite el administrador de DirectAccess.

 La resolución de nombres local no tiene efecto si la conexión se realiza directamente a la red corporativa, sino solo cuando se realiza desde Internet.

 Cuando se selecciona la resolución de nombres local, el área de notificación de DCA muestra un icono de advertencia amarillo que recuerda que se debe habilitar la resolución de DNS corporativa cuando ya no se requiera el acceso al recurso local.

 Si se desconecta de la red y del servidor de DirectAccess y vuelve a conectarse (por ejemplo, si reinicia o reanuda el equipo), la opción Usar resolución DNS corporativa se habilitará automáticamente cuando se reanude la conexión de DirectAccess. Debe volver a seleccionar Usar resolución DNS local para continuar usando la resolución de nombres local.